# Redline

Redline 4

Installation Guide

© 2012 GWAVA Inc.



Contents

MiNiMUM SYStemM ReQUITEMENTS ..o 5
INSEAIIATION .ttt s h e sttt st b e bt e h e ettt et e bt e sh et sheesare e b e e re e neennes 6
HOW REAINE WOTKS ...ttt ettt e sb e st st st st e bt e bt e st e s meeemeeemeeenneennean 6
Recommended Implementation of REAINE .......cooiiiiiiiiiie e e 6
LINUX INSEAIIATION. ..ce ittt et e bt e e st e s bt e e sabe e e beeesabeesbeeesaseesareessnseesareeenns 6
RPIM INSEAIIATION ettt ettt sttt ettt e sb e e sheesae e st e sabe e beenneennes 7
INSAll With The tar.gZ Fil@ ...uueeee e e e e e ae e e e bae e e e abeee e e areeas 7
Start CONTrol CENEEI ON LINUX ....ooiiieiieiieiieeteee ettt sttt ettt e b e sbeesbeesaeesanenas 9
STArt AZENT ON LINUX .eeeiiiiiiiiiiiieeie ettt ettt e e e e sttt et e e e e e s bbb et eeeeesesaanbanaeeaeessasnnneaaeeaesesannsnes 10
LINUX ClUSEEr INSTAlIATioN ..c..eeeieieeeie ettt ettt s e st e st e e sab e e e nbeesabeesneeesaneean 11
NETWAre INSTAllation ...c...ei ittt e e st s e st e s st e e sab e e e abeesabeesneeesareeas 12
The WINAOWS INSTAIIET ...ttt ettt e s s e ettt e b e sbeesane e 12

The NetWare INSTall SCriPL.. ...t e e e e e et ee e e et a e e e e abeeeeenbaeeeenraeeeennsenas 14
Install Control Center to a non SYS Volume on NetWare .......cooeeieeiiiiiiniieeeeesee et 16
STart CoNtrol CeNter ON NETWAIE. . .o uei ittt ettt et ste e st e e st e e be e e sateesbeeesaseesaseesnenesabeeenns 17
STArt AZENT ON Nt WAl .. e 18
Netware ClUSTEr INSTAllation........c.c.uiiiiiiie ettt st b e s e e st e e sneeesaree s 20
(6eT a1 d oY N6l =T o =T T TP P OO PPU PPN 20
JAY= L] o) 21
WiINAOWS INSTAIIATION ...ttt bbbt be e sae e s et st e et e e beesbeesaeesmnesaees 23
Start REAIINE ON WINAOWS ...cooueiiiiiieeieeetee ettt sttt et st sabe e st e e sabe e s bt e e sabeesabeeesabeesabeeennee 24
Multiple Redling AEeNnts 0N WINGOWS ......ccuuiiieiiiiieieiiiee e eciiee et e e sttt e e e siae e e s bae e e esbeeesssaraaeeesnsreeessanees 25
ACCESS CONEIOI CENTEN ...ttt ettt ettt e st e s bt e s a b e e s bt e e sabeesabee e bbeesabeesnbeesabeesabeeesaseesneeenaneas 26
INSTAIT LICENSE ..ttt ettt ettt e b e bt e s b e s a et e a et et e et e e be e sheesatesabeeabeeab e e bt e smeesmteeuteeneeebeenbeens 27
01 Te o1 d I U= |17 YIS 28
UNINSTAIL REAIINE....eiiieiieee ettt ettt e bt e s e e s bt e e sabeesabe e e abeesabeeessbeesabeesnteesabeeenses 28
NETWAIE (. e e r e e san 28
WWINOOWS ..t st st st s b e e bt e bt e s bt e s me e e ae e et e et e et e e sheesheesanesanesare e neeaneenneesnees 28

L F PP PP P PSP PR TOPPPROPPPR 28
Configure Redline Agent; MoNItOr GrOUPWISE ......uciiiiiiieiiciiee e ecitee et e e ecitee e e seitae e e ssatae e e seateeeesentaeeesantaeeeenes 29
AdVANSYS AFCNIVE2 GO .....viiieiciiiee ettt e et e e et e e e e e ette e e e e bte e e e e ttaeeesateeeeaastaeeeasteeaesseeeeesnseeeesansens 30
GrOUPWISE APl GATEWAY ..ueeeiiiiiieieeiiiiittee e e e e ettt et e e e e sttt et e e e s e s aaea et e e e e e e e s aanrbaaeeeeesasaanssbaaeeesssannnnenaaeeas 31
GrOUPWISE ASYNC GATEWAY ...eviiiiiiiiiiiiiiiieee e e sttt te e e e e s ettt eeeesessabrateeeeeeesauantaaeeeeeesasaunssbaaeeesssasannsenaneeas 32
GroupWise Document Viewer Agents (GroupWise 8 and 2012) .....cc.eeecvereiieeeieeeiireriee e eseeesveesvee e 34
GroupWise Message TranSfer AGENT........cociciiii ittt e et e e e e sre e e e sbae e e eabae e e e abeeeeesabeeesenasenas 36

Redline 4 Copyright © GWAVA Inc. 2012 2



GroupWise EXCHANGE GAtEWAY ......ueeeeiiuiiieiiiiieeecitee e sttt e e sitte e e e sttte e e s sabeeeeeaaaeeesabteesessaeeeennseeseenaseeeassnsens 38

GroupWise INterNet AZENT (GWIA)....... ettt e e et e e e et e e e e bae e e e abaee e e ataeeeeensbeeeeenneeas 40
NOVEI MESSENEEI AZENT ..ottt e e ettt e e e e e e ese bt rteeeeaeeeesabrataeeeaeeasassssaaaeaaeesaaassssseseaeseenanssnns 42
Novell MeSSENGEI ArChiVE AGENT .......oeiiiiiiiie e eceee et e e e e et e e e s et e e e e esate e e e ssbteeeesstaeeesastaeessassaeaesnes 44
GrOUPWISE IMODIIE SEIVET ...ttt ettt e e et e st e e e e et e e e s eabaeeeeabeeeeenabaeeeennseeeeennrenas 46
O Lo TN XV T o] (=T CT= ) =1 T - 1Y N 48
GroUPWIise POST OffiC8 ABENT...ciiuiiiiiiiiiie ettt e e st e e e st e e s s st ae e s ssbeeesssbeeesssreeessnrenas 50
GWCHECK Scheduled Events in the GroupWise POA.......coo ittt ree e s 52
Creating the GWECHECK @VENES.....ccuiiiie ettt ettt ettt e e st ee e e s saaa e e e s sabaeeeesnbaeeeesnsaeeeenssaeeenas 53
Audit REPOIt (GWAUDIT.LOG) . .ceiteetieiteeeiieeie ettt te et te sttt st st e st eshe e st e st st e b e e bt e nbeesaeesaeesnneeneenne 54
MailboX StatistiCsS (GWSTATS.LOG)u.uuuiiiiiiiiciirieeeee ettt e e e eeeetree e e e e e eeaaaeeeeeseeeesasbaaeeeeeeeeeesssreaeeeaeeas 54
Mailbox analysis (MBSTATS.LOG) ......cuuiieeiiieieeiiieeeeciteeeecite e e e site e e e sttee e estaeeesssbeeesssstaeesanssaeeeensseeesannsns 55
GroUPWIiSE WEDACCESS AZENT ..cuueiiiiiiiiiieeciiete ettt e st e st e e e st e e s s bte e e s s sbeeesssbaeessnnsseeessseeesanssenens 56
GroupWise WebACCESS APPIICATION coouviiiiiiiiie et e s e s s b e e e s sab e e e s ssbeeeessraees 58
GroUPWIise WEBDACCESS 200 2.......uuviiiiiiiiieieiiieeeeeiteee e sttt e e e siteeessteeesssaaeesssteeessasseeessssaeessassseessnsseeessnssenes 59
GWAVA X [ 5X [ BX eetteueeiteetteie ettt ettt sttt e sttt e b she et e s bt e atesbesbe et e e bt sate bt eae et e sbeeatenbesheenbeabeentenbesaeentenaas 60
GWAVA REIOAT ...ttt sttt ettt e bt e s bt e sat e st e et e b e e beesbeesatesaneeabe e beesbeesmeesmees 61
GWAVA REETAIN ...ttt ettt b e s bt sat e st e bt e bt e s bt e sae e s aeeeabeembeebeesbeesabesabesabeebeeaneesneesnees 62
O N N A | SRR 63
HOSE PlatfOrm...cc ettt et ettt e st e e ab e e s bt e e bt eesabeesbbeesabeesabeeesnbeesbeeenareas 64
N o A1 Y T o S SRR 65
BlaCKDEITY ENTEIPIISE SEIVET ... .eiiiei ettt ettt e et e e e e e bt e e e s eatae e e seataeeesestaeeeseatasaesastaeessastasessansanaennns 66
AV /=] o 1= o T 68
PN o] o =] o Vo L SRS 69
POSIX, UNC, and NEtWare Paths.......ueci ittt ettt e e e esettree e e e e e e settareeeeeeesennnssasaeeeeeeesnnnes 69
NetWare and POSIX Path CONVEISION ......cc.eiiiiiiiiiiiiiet ettt ettt et stee st esbe e e sabeesbeesateesbeeesaeeas 70
How is this relevant t0 REAIINET ...ttt ettt st st reeee e 71
INSTAlIAtioON WOTKSREET ...ttt st st st st e b e be e sbeesae e et e eteeeeens 72

Redline 4 Copyright © GWAVA Inc. 2012 3



This manual is intended for IT administrators in their use of Redline or anyone wanting to learn more about Redline. It
includes installation instructions for various scenarios.

Technical Support
If you have a technical support question, please consult the GWAVA Technical Support section of our website at
www.gwava.com. For technical support, call 801-437-5678.

Sales

To contact a Beginfinite sales team member, please e-mail info@gwava.com or call Tel: 866-GO-GWAVA (866-464-
9282) in North America or +1 514 639 4850.

Suite 500, 100 Alexis Nihon Blvd., Montreal, Quebec, H4M 2P1, Canada

About Redline

Redline is a reporting and monitoring solution for Novell GroupWise® that provides a Dashboard for quick access to
the most critical areas of GroupWise®, a real time monitoring solution, and a System viewer that allows you to see all
of the details of your GroupWise components in a single view. Redline produces reports for system analysis, capacity
planning, and security auditing.

Obtaining Redline
Redline can be downloaded for trial at the main GWAVA website: www.gwava.com

Or the direct link to the download form http://www.gwava.com/trial _downloads.php

Copyright Notices

The content of this manual is for informational use only and may change without notice. Beginfinite Inc. assumes no

responsibility or liability for any errors or inaccuracies that may appear in this documentation. GroupWise and

WebAccess are registered trademarks of Novell, and copyrighted by Novell. Windows is copyrighted by Microsoft. ©

2005 Beginfinite Inc. All rights reserved. ® GWAVA is a registered trademark.
» Portions copyright 1994, 1995, 1996, 1997, 1998, 1999, 2000, 2001, 2002, 2003, and 2004 by Cold Spring

Harbor Laboratory. Funded under Grant P41-RR02188 by the National Institutes of Health.

Portions copyright 1996, 1997, 1998, 1999, 2000, 2001, 2002, 2003, 2004 by Boutell.Com, Inc.

Portions relating to GD2 format copyright 1999, 2000, 2001, 2002, 2003, 2004 Philip Warner

Portions relating to PNG copyright 1999, 2000, 2001, 2002, 2003, 2004 Greg Roelofs

Portions relating to gdttf.c copyright 1999, 2000, 2001, 2002, 2003, 2004 John Ellson (ellson@graphviz.org)

Portions relating to gdft.c copyright 2001, 2002, 2003, 2004 John Ellson (ellson@graphviz.org)

Portions relating to JPEG and to color quantization copyright 2000, 2001, 2002, 2003, 2004, Doug Becker and

copyright (C) 1994, 1995, 1996, 1997, 1998, 1999, 2000, 2001, 2002, 2003, 2004 Thomas G. Lane. This

software is based in part on the work of the Independent JPEG Group. See the file README-JPEG.TXT for

more information

» Portions relating to GIF compression copyright 1989 by Jef Poskanzer and David Rowley, with modifications
for thread safety by Thomas Boutell

» Portions relating to GIF decompression copyright 1990, 1991, 1993 by David Koblas, with modifications for
thread safety by Thomas Boutell

» Portions relating to WBMP copyright 2000, 2001, 2002, 2003, 2004 Maurice Szmurlo and Johan Van den
Brande

» Portions relating to GIF animations copyright 2004 Jaakko Hyvatti (jaakko.hyvatti@iki.fi). This software is
provided “AS IS.” The copyright holders disclaim all warranties, either express or implied, including but not
limited to implied warranties of merchantability and fitness for a particular purpose, with respect to this code
and accompanying documentation

» Although their code does not appear in the current release, the authors also wish to thank Hutchison Avenue

Software Corporation for their prior contributions

Toffa SyncWise 2005 is produced by Toffa International

Blackberry is produced by Research in Motion LTD

NotifyLink is produced by Notify Technology Corporation.

VVVYVYYVYVYYV
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Minimum System Requirements

Core Requirements:
GroupWise 5.5EP, 6.0, 6.5, 7, 8, 2012 (GW 7 or later is recommended for full functionality)
Agent: 10MB Hard Drive Space and 5MB free system memory.
Control Center: Minimum 30 MB Hard Drive Space. DB storage will require additional space, (see
specific instructions below).
—There is a bug in GroupWise 6.5 SP2 preventing correct operation of Redline. This version is NOT
supported.—

Specific Operating System requirements:
Netware: NW 6.5 with SP 6 --Older NetWare systems which may work but are no longer tested or
supported: 5.1 with SP 8; 6.0 with SP5 and the latest FTF LibC update
Linux: SLES 10 all SP on 32/64 bit; SLES 11 32/64 bit; Linux OES2 32/64 bit
For all Linux systems, the EXT3 file system is highly recommended.
Windows: Windows 2000 SP4, 2003, 2008

Servers running the Redline Control center should have free memory based on this calculation:
40MB + 4MB for every agent + largest GWCheck file * 1.5. Example:
A system with 100 GW Agents registered and GWCheck file with up to 1GB:
A0MB + (100 * 4) + (1000 * 1.5) = 1940MB.
Ensure the system has enough disk space for the Control Center database. The DB can grow
to several GB depending on how the GroupWise system is used.

Supported internet browser
IE, Firefox, Safari, Chrome

It is recommended, that wherever possible, the Redline Control Center be run from a dedicated server.

The following component integrations are supported

» GroupWise Exchange Gateway » GroupWise Document Viewer Agent
» GroupWise Notes Gateway » GroupWise WebAccess Application
» GroupWise APl Gateway » GroupWise Mobile Server 2 and 3 (Windows and
» GroupWise Messenger 1.0 SP4 or higher Linux)
» GroupWise Messenger Archive Agent 1.0 SP4 or » GroupWise Async Gateway 2.0
higher » BlackBerry Enterprise Server 4.0 SP2, and 5x
» GWAVA 4/5/6 » GWAVA Retain Server and Worker
» GWAVAReveal 1.1 + » GWAVA Vertigo
» GWAVA Reload 1.x and 2.x > Notifylink 4
» GroupWise Message Transfer Agent » Advansys Archive 2 Go
» GroupWise Post Office Agent » Linux, NetWare and Windows Host
» GroupWise Internet Agent > Redline Self-monitoring including the Redline
» GroupWise WebAccess Agent Database

Redline 4 Copyright © GWAVA Inc. 2012 5



Installation

The Redline Installation copies the files needed for both the Redline Control Center and the Redline Agent,
but the configuration and startup are different for both. To install either, running the single install on Linux
and Netware will install all Redline components.

The simplest way to install and configure Redline is to follow three steps:

1. Copy over and install Redline

2. Open the appropriate configuration file in the preferred editor. Remove the 'new install' line from the
Redline Agent configuration file, enter the company name and create a registration code. (The company
name and registration code is used to communicate between agents and the Control Center. It can be any
created code.)

3. Start the Control Center and then the agents individually. Check to ensure that the agents have
connected and are reporting to the Control Center. It is recommended to start the agents one at a time
then to check for them in the Control Center to avoid confusion.

All additional configuration of the Redline agent for different monitored elements may be completed
through the Control Center from the system view tab.

How Redline Works

Redline monitors system-critical modules and processes in the targeted mail and server environment, sends
alerts, compiles statistical reports, and logs activity for informational analysis. Redline provides a complete
and comprehensive status picture and real time monitoring solution for the supported systems.

Redline works to monitor systems with two different parts: the Control Center, and the Agent. The Agents
gather the information from the different managed systems and sends the pertinent information over
encrypted channels to the Control Center. As such, the Agents are best installed, and designed to be
installed, on the different monitored systems, to allow secure file access to the pertinent logs and file
systems that need to be monitored. The Control Center aggregates and interprets information from all the
monitored systems and presents it in a functional manner to the user, with options to manage the
information into meaningful presentations. Because the Control Center combines the data while
monitoring the active systems, it is best for the Control Center to be separate from the monitored systems.
For a further discussion on the function of Redline, see the Administration Guide.

Recommended Implementation of Redline

The optimal setup for Redline, which should be used in all setups except perhaps the smallest systems,
consists of the Redline Control Center on a dedicated Windows or Linux server, connected to, and
monitoring, the rest of the system by agents. This setup is also recommended for clustered systems, with
the Redline Control Center as a standalone dedicated server, separate from the monitored system or
systems. For specific questions on placement in a clustered environment, contact GWAVA Support. In the
move to full 64-bit support for both Windows and Linux for the Control Center, it is recommended to move
Redline to a dedicated 64-bit server.

Windows, Linux, and NetWare agents will still be able to be installed and connect to the Redline Control
Center, and having the server separate from the monitored system supports the integrity of the reporting
scheme in case of a monitored system failure.

Linux Installation
Redline provides a RPM file for automatic installation and update and a tar.gz file for manual installation.

Redline 4 © 2012 GWAVA Inc. 6



With the RPM file you need root access during installation. It is possible to run Redline as a user as well.
Redline ships in 2 versions for Linux: 32-bit and 64-bit versions, ensure that you use the appropriate version
for your installation.

RPM Installation

> Login as root or use su to switch to root.
gwavaglinux-o3in: sroot> su
Password:

> Go to the folder where Redline was unpacked. Here go to the subfolder linux.suse64/redline. (Or
linux.suse32/redline as system appropriate

-rw-r--r-- 1 gwava users 4898866 Oct 3 09:28 redline-4.0.0-1.1586.rpm
-rw-r--r-- 1 gwava users S087794 Oct 3 09:28 redline.tar.gz
gwava@redlined:~/Desktop/redlinedon- 1016/redline/linux.suse32/redline=

> Install the RPM with the rpom command: rpm —U redline-<version number>-1.<platform>.rpm
i.e.

rpm -U redline-4.0.0-1.1586. rpm

> If you see errors that some xml or html files conflict, Install the RPM with the rpm command:

rpm -U --force redline-4.0.0-1.1586. rpm

RLCENTER and RLAGENT startup scripts will automatically be copied to /etc/init.d and set up with the
appropriate run level symbolic links

Install with the tar.gz file

> Login as root or use su to switch to root.
gwavaglinux-odin: fTroot> su
Fassword:

> Create the folder /opt/beginfinite/redline

mkdir soptsbeginfinitesredliners

> Give the user who will run Redline read and write permissions to that folder. You can do this by
switching the owner of the folder to that user.

chown uli /opt/beginfinite/redline/s

> Login as a regular user or exit from root user access

redline4: /home/gwava/Desktop/bintree/lib # exit
exit
gwava@redlined: =

> Go to the folder where Redline was unpacked

cd ~/Redlines/linux.susel0/redline/

> Unpack the tar.gz file

tar -zxvf redline.tar.gzs

Redline 4 © 2012 GWAVA Inc. 7



> Go to the subfolder bintree/opt/beginfinite
cd bintree/opt/beginfinites

> Copy Redline to /opt/beginfinite/redline

cp -r redline/ Jopt/beginfinite/s

> Switch to root again

gwavaglinux-o3in: frooct> su
Fassword:

> Copy bintree/lib/libredline.s0.4.0.0 to /lib or /lib64 as appropriate
sel0/redline/bintree/lib= cp libredline.so.4.0.0 /lib/

» Go to the /lib or /lib64 folder
cd s1libs

» Create alink to libredline.so.4 in the /lib or /lib64 folder
1n -s libredline.so.4 libredline.so.4.0.0

> run ldconfig to import the new library symbols
ldconfig

> (Optional) Copy rlcenter and rlagent from redline/linux.suseXX/redline/bintree/etc/init.d to /etc/init.d

Redline 4 © 2012 GWAVA Inc. 8



Start Control Center on Linux

Redline on Linux can run as a background process and, mostly for debugging purposes, as a foreground
process with a screen similar to the NetWare screen. There is a start/stop script in the folder /etc/init.d. To
start the Control Center, go to /etc/init.d and type rlcenter start.

gwaval linux-o3in: /root> su

Password:
linux-o03in:~ # cd fetc/init.d

linux-o03in:/etc/init.d # ./rlcenter start
In order to start the Control Center with a GUI screen, make sure you have the GNOME desktop
installed. It is possible to use the KDE desktop as well, but the GTK libraries need to be installed
on your system. To start the Control Center with a screen:

> go to the folder /opt/beginfinite/redline/bin
cd Jopt/beginfinitesredline/bin/

» start the control center with the command line switch --show

./rlecenter -c foptsbeginfinitesredline/confs/rlcenter.conf --show

The Control Center Screen on Linux shows up with a couple of options available through the main menu.

Redline Control Center 4.00 (1016)/- Cantrol Center (as superuser)

File Actions Help

Configuration Up Time
fconfidcenter.conf 0d,0h,2m, 255
Status Settings
Act. Hosts/Agents: 0/1 Agent Listener. [Enabled)]
Database Schemas: 28 Listen on Host: All IP:6S00
Loaded Modules: 15 HTTP Server: [Enabled]
Debug Level: 2 Listen on Host: All IP:6910
Logging
Date [Time [Message

10-28-2012 [15:41:31 |Import Service started.

10-28-2012 [15:41:31 |Alert Service started.

10-28-2012  |15:41:31 |Analyzer Service started.

10-28-2012  |15:41:31 |SnapShot'Scheduler Service started.
10-28-2012 [15:41:31 |Agent Listener Service started.
10-28-2012 [15:41:31 |Time Service started.

10-28-2012 [15:41:31 |[HTTP Server started.

10-28-2012  |15:41:31 |Import Monitor thread successfully started.
10-28-2012  |15:41:31 |Main cache folder import thread started.
10-28-2012 [15:41:31 |Accounting import thread started.
10-28-2012 [15:41:33 |Redline Control Centeris up and running.

Redline 4 © 2012 GWAVA Inc. 9



Start Agent on Linux
Redline on Linux can run as a background process and, mostly for debugging purposes, as a foreground
process with a screen similar to the NetWare screen. There is a start/stop script in the folder /etc/init.d. To
start the Agent, go to /etc/init.d and type ./rlagent start.
gwavallinux-o3in:i~>» =u
Password:
linux-o3in: /home/gwava # cd JSetc/init.d
linux-o3in:/fetc/init.d # ./rlagent start

In order to start the Agent with a GUI screen, make sure you have the GNOME desktop installed. It is
possible to use the KDE desktop as well, but the GTK libraries need to be installed on your system. In order
to start the Agent with a screen:

> go to the folder /opt/beginfinite/redline/bin

cd soptsbeginfinitesredlinesbin/

> start the agent with the command line switch --show

./rlagent -c Jopts/beginfinitesredlinesconf/rlagent.conf --show

The agent configuration file (listed above) holds a ‘NEWINSTALL’ switch and requires the registration name,
code, address and port for the Control Center. This can be edited manually, or, if desired, the agent may be
started in the GUI. (This does not work over SSH) You will be asked for Registration Name, Registration
Code, Control Center IP address and port. Everything else can be configured through the Control Center
web interface.

- Contrel Center Connection Configuration = B &3

Reqgistration Name: [ ‘our Company Mame| ]

Registration Code: 012345675901234567

Control Center Address: 127001

Control Center Port: a0

[ o« || cme ]

The Agent Screen on Linux shows up with a couple of options available through the main menu.

Redline Agent 4.0.0 (1016) - Data Collection Agenti(as superuser) — O x
FEile Actions Help
Configuration Up Time
[conffrlagent.conf 0dOh Om 30s
Status Settings
Monitored Agents: 2 (2 Active) HTTF Monitor: [Enabled]
Database Schemas: 28 Logfile Manitor: [Enabled]
Loaded Modules: 22 FileSys Monitor: [Enabled]
Loops OK (Stuck): 30 GWCheck Monitar: [Enabled]
Logging
Date [Time |Message
10-28-2012 |15:48:31 |Redline Schema successfully read.
10-28-2012 |15:46:31  |Agent Monitor Loop running ... (fimeout is 120 seconds).
10-28-2012 |15:46:31 |Register Agent RLAgent-redlined to Control Center.
10-28-2012 [12:46:31 |Send Agent RLAgent-redlined (2) Update to Control Center.
10-28-2012 |15:46:32 |Register Agent redlined to Control Center.
10-28-2012 |15:46:32  |Send Agent redlined (3) Update to Control Center.
10-28-2012 |15:46:33  |Agent Monitor Loop finished.
10-28-2012 [15:46:38  |Agent Monitor Loop running ... (timeout is 120 seconds).
10-28-2012 |15:46:38 |Send Agent RLAgent-redlined (2) Update to Control Center.
10-28-2012 |15:46:39  |Send Agent redlined (3) Update to Control Center.
10-28-2012 |15:46:40  |Agent Monitor Loop finished.
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Linux Cluster Installation
To install Redline into a Linux Cluster environment, a few things need to be changed, mainly, where Redline

is installed.

>

>

>

Install Redline to one of the cluster nodes according to the normal procedure for Linux.

( rpm -U redline-<version number>-1.<platform>.rpm)

Redline installs to /opt/beginfinite/redline by default. Copy the entire Redline directory to each of
the resources. (resourcevol/redline)

Navigate to /etc/init.d directory on the machine you installed Redline, and rename the rlagent file
to rlag.

NOTE: The default installation installs both Redline Agent and Control Center. It is recommended to run the
command: "chkconfig --del ricenter" to stop the Control Center from automatically loading. Once the

Redline Agent has been copied to all the resources in the cluster, the default installation folder on the node

can be removed.

>
>

Copy the newly renamed rlag file to the resourcevol/redline/bin on each resource.

Edit the newly renamed rlag file. Every listed directory in that file must now point to the resource
directory. (Defaults will look like: /opt/beginfinite/redline/bin) Modify the path to reflect the
resource volume, ie. /resourcevol/redline/bin . There will be 5 to 6 paths to modify. Save the file.
Edit the rlag file for each resource.

Open the rlagent.conf file that was copied over to the cluster volume. In the "conf" folder, the
"rlagent.conf" file needs to be edited. Remove the "NEWINSTALL" line at the top. Input the correct
Control Center information in the [CCenter1] section, (IP, Port, Registration information needs to
match the information put into the Control Center configuration file.) There are two other special
settings that need to be set for the cluster environment. The [HOST] and [GLOBAL] sections must
be modified. For the [HOST] section under the Agent=enabled, add a line:
AgentName=HOST_RESOURCE_NAME

Modify each cluster resource appropriate name; the name can be anything desired, but it is

recommended to name it the resource so it is easily recognized in the Control Center. The
[GLOBAL] section is very similar, the RedlineAgentName parameter is commented out, enable it
and specify: RedlineAgentName=RLAgent RESOURCE_NAME. You'll want to change the volume
name for each cluster.

Startup the individual agent by specifying the path to: /resourcevol/redline/bin/rlag start
Unload the individual agents by referencing the same path: /resourcevol/redline/bin/rlag stop

These are the start and stop scripts.

FInally make sure that you have the Redline libraries installed on each node. Locate the
Redline.tar.gz file, located in the install folder where Redline was downloaded. Go to
redline/linux.suse< 32 or 64 as appropriate>/redline

You should find two files:

redline-<version number>-1.<platform>.rpm

redline.tar.gz

Unzip the redline.tar.gz file. A new directory called 'bintree' will appear which will contain a file
called "libredline.s0.4.0.0". Copy the 'libredline.s0.4.0.0 file to the lib directory (/lib or /lib64) of
each of the nodes.

On each of the nodes, run the command: Idconfig

NOTE: Idconfig must be run in order to create the necessary links and cache, (used by the run-time
linker, Id.so ), to the most recent shared libraries found in the directories specified on the command
line, in the file /etc/Id.so.conf, and in the trusted directories, (/usr/lib and /lib).
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NetWare Installation

There are two ways to install Redline on a NetWare Server. The Windows based installer and the NetWare
based install script. The Windows install script is, by far, the preferred and best method. With the NetWare
install script you can install Redline to any NetWare Server through any remote console like RCONSOLE, SSH
or RCONJ. The Windows Installer requires an up to date NetWare client, logged into each server that
Redline is to be installed onto with a user with sufficient rights to the SYS volume.

The Windows Installer

> From the /redline/netware/ folder run the setup.exe. Click Next.

Redline for NetWare - Welcome

. Many Thanks for your interest in
Redline [

This Wizard will guide you through the
Installation process.

ATTENTION: After Installation you need
to corfigure the Redine Agents centraly
from the Control Center.

Mexd > Cancel

> Accept the license agreement. Click Next.

License Agreement for
- Redline -

USER AGREEMENT AND !g
SOFTWARE LICENSE TERMS.

BEFORE YOU CLICK ON THE

ACCEPT BUTTON AT THE BOTTOM,
CAREFULLY READ ALL THE TERMS
AND CONDITIONS OF THIS
AGREEMENT. BY CHECKING THE
"ACCEPT" BUTTON, YOU ARE
CONSENTING TO BE BOUND BY M

I Accept License Agreement

<Back Next > Cancel |

> Select the server that the Control Center will run on. Click Next.

Redline for NetWare - Choose Control Center Server

Please select the servers where you
want to install the Redline Control Center

Redline

Net\Ware Server
Orrovol
OTesT

<Back Next > Cancel |

> Select the server or servers that the Agents will run on. It is possible to install the Control
Center and Agents with one setup on multiple machines. Click Next.
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Redline for NetWare - Choose Agent Server(s)

Please select the servers where you
want to install the Redline Agent

Redline

NetWare Server
Orrovo
OTEsT

<Back Next > Cancel |

> Select Install / Update and click Finish. It is possible to have the installer configure Redline to
run in a protected address space. That way it isn't necessary to modify the NCF files to start
Redline in protected memory. By default, Redline installs two files, RLCCP.NCF and RLAGP.NCF
which can be used to start the Control Center or Redline Agent into a protected address space
at any time.

Redline for NetWare - Install/Uninstall

- Please specify ff you want to
Redl ine Install / Update or Uninstall

- Redline —

* Install / Update

" Uninstall

) ATTENTICN: K you uninstall Redline the
Agent and Control Center will be removed

from the server.

<Back [ Fnsh | Cancel |

> The Windows Installer updates your AUTOEXEC.NCF file after successful installation automatically.
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The NetWare Install Script

> Run NWCONFIG from the NetWare System Console and select Product Options.

Driver Options (load/unload disk and network drivers)
Traditional Disk Options (configure NetWare partitions-/volumes)
N33 Disk Options (configure N3S storage and volunes)
License Options (install or remove licenses)

Directory Options Cinstall NDS)

NCF files Options (createsedit server startup files)
Multi CPU Options (install- uninstall SMP)

(other optional installa n items)

Use the arrow keys to highlight an option, then press <Enter>.

> Select Install a product not listed from the menu

Other Installation Items/Froducts
Add additional Language to the seruver
Change the Language on this seruver

Other Installation Actions

Choose an item or product listed aboue

Install a product not listed

UViewsConfiguresRemove installed products
Return to the previous menu

Help <F1> Previous screen <Esc) Change Lists <Tab> fAbort <Alt><F10>

> Specify a directory path where Redline was unpacked after download.

Other Installation Items/Products
Add additional Language to the server
Change the Language on this seruver

Specify a directory path:

>SY¥S:\REDLINENNETWARE_

Choose an item or product listed above
Install a product not listed
ViewsConfigure/Remove installed products
Return to the previous menu

Continue <Enter>
Specify a different source drivesdirectory <F3>
Help <F1> Abort nuconfig <Alt><F10>
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USER AGREEMENT AND SOFTWARE LICENSE TERHS.

BEFORE YOU CLICK ON THE ACCEPT BUTTON AT THE BOTTOH,
CAREFULLY READ ALL THE TERHS AND CONDITIONS OF THIS
AGREEMENT. BY CHECKING THE “ACCEPT" BUTTON, YOU ARE
CONSENTING TO BE BOUND BY AND ARE BECOMING A PARTY TO
THIS AGREEHENT. IF YOU DD NOT AGREE TO ALL OF THE

TERMS OF THIS AGREEMENT, CLICK THE "CANCEL"™ BUTTON AND DO
NOT USE THIS SOFTWARE.

This User Agreement (the “Agreement”) is a legal agreement betueen you and
BEGINFINITE, Inc. ("BEGINFINITE") for the accompanying software product, inc
software and associated media and printed materia and if applicable
“online” or electronic documentation (the “Software"). In this Agreement,
the term "You" or "you" means the company, entity or individual who is
acquiring the license to use the Software under this Agreement .

The term "Use" means storing, loading, installing, executing or displaying

the Softuare. “"Computer” mea a central processing unit ("CPU") or group

of CPUs, that accesses its or their oun individual non-cache Random Access ¥
0 y 0 0 H

> Accept the license agreement.

> Update AUTOEXEC.NCF after installation.

ate AUTOEXEC F

No

> After Installation you can start the Control Center from the installation script.

Start Redline Control Center?

No

After successful installation Redline shows up in the list of installed products.
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Install Control Center to a non SYS Volume on NetWare

Redline expects to be installed on the SYS volume in a NetWare system. To move Redline to another

volume requires several steps. The example assumes that the new volume is named MYRL, and Redline is

to be moved directly under the root. (e.g. MYRL:\opt\Beginfinite\Redline is the product path)

A\

Y

Stop the Redline Control Center. If an Agent is running on the same server, stop the agent as well.
Check your search paths and look for the Redline search path with the SEARCH command. Look
which search number the redline path has. In our case the Redline search path is number 18. It

is likely that this number is different in your environment.

ULIX:search
: [Server Pathl SYS:\SYSTEMN
: [DOS Pathl C:N\HUSERUVERN (default directory)
: [Server Pathl SYS:NJAVUANNUGEXN
: [Server Pathl 3¥S:\JAUANNJCLUZNBINN
: [Server Pathl SYS:NJAVANBINS
¢ [Server Pathl 5YS:\NSEARCH-
¢ [Server Pathl SYS:NBINS
: [Seruver Pathl SYS:N\LIBN
: [Server Pathl SYS:\USRNLOCALNBINN
: [Seruver Pathl 3YS:NTOMCATN3I3INBINN
: [Server Pathl SY5:5XTIERN
¢ [Server Pathl 3Y5:“APACHE-
¢ [Server Pathl SY5:5PHPN
¢ [Server Pathl 3¥3:“APACHENIFOLDERNSSERVERS
: [Server Pathl SYS:TESTRITSNTCN
: [Server Pathl 3Y5:“~APACHEZ~\
: [Server Pathl SY5:5YSTEMN
: [Server Pathl SYS:NODPTNBEGINFINITENREDLINENBINN

Remove the current search path
SEARCH DEL 18 (Or whatever the number is in your environment)

Move the entire SYS:\opt\beginfinite\redline tree to MYRL:\opt\beginfinite\redline, including
all subdirectories.

Create an empty folder on SYS, which will be a placeholder. It is recommended to create a
folder SYS:\mnt\posix\myrl. Do not create any subfolders in this new folder. This is necessary
because Redline is a POSIX application on NetWare, and SYS is the virtual root on Netware,
comparable with / on Linux or UNIX.

Type EDIT SYS:\etc\pathtab at the system console. If prompted to create a new file, do so. Add
the following line to PATHTAB and save it:

/mnt/posix/myrl <space> myrl:\, where <space> is a space character. This step enables POSIX
mapping between the /mnt/posix/myrl mount point on SYS and the real Netware volume
where Redline was copied to.

Type EDIT myrl:\opt\Beginfinite\redline\bin\rlcc.ncf . Correct the path, which currently points
to SYS. Be aware that you need to specify a NetWare style path here; which means you need a
path in the form VOLUME:\opt\beginfinite\redline\conf\ricenter.conf.

Add the new search path

SEARCH ADD MYRL:\opt\beginfinite\redline\bin
EDIT AUTOEXEC.NCF, and add the same search path. Remove any old obsolete search path.

On NetWare 6.5 and OES you can test if POSIX paths are working, if BASH is installed on your
system. type:
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BASH
cd /mnt/posix/myrl
Is
You should see the content of MYRL:\ in the folder sys:\mnt\posix\myrl..
> Edit myrl:\opt\beginfinite\redline\conf\ricenter.conf and change all path names. add
/mnt/posix/myrl to all path names:

LogFilePath=/mnt/posix/myrl/opt/beginfinite/redline/logs
DataPath=/mnt/posix/myrl/opt/beginfinite/redline/db
ConfigPath=/mnt/posix/myrl/opt/beginfinite/redline/conf
ImportPath=/mnt/posix/myrl/opt/beginfinite/redline/imp
SoftwarePath=/mnt/posix/myrl/opt/beginfinite/redline/software

CCTemplatePath=/mnt/posix/myrl/opt/beginfinite/redline/CC-Templates

You should now be able to run the Control Center from volume MYRL by typing RLCC. If more information
on pathtab and POSIX path names is needed, check the Appendix of this manual.

Start Control Center on NetWare

During installation a search path to SYS:\OPT\BEGINFINITE\REDLINE\BIN was added to AUTOEXEC.NCF and
executed on the command line.
To start the Control Center, type RLCC on the System Console:

ULIX:rlcc
Loading Module RLCCLOAD.NLH

Loading Module RLCCG6.MLM
fiuto-Loading Module NUWSHUT.NLH
Auto-Loading Module LIBREDLL.HNLH

ULIX:_

RLCC is a NCF file which loads RLCCLOAD.NLM. This is a NLM which checks whether LIBC.NLM, the NetWare
Version, and Support Pack Version are current enough. If this check fails, the Redline Control Center will not
start and returns a message to the user that the system needs to be updated. This avoids possible ABENDs
on the NetWare server. RLCCLOAD.NLM loads RLCC6.NLM, which is the main Control Center binary.

If you want to run the Control Center in a protected address space on NetWare, it is possible to simply use
RLCCP.NCF instead of RLCC.NCF. Alternatively, you can edit RLCC.NCF and replace rlccload.nlm with load
protected rlcc6.nlm. In protected memory, Redline needs its own address space; you can't start it with
another application in the same address space.

Current File “SYS:0PT\BEGINFINITENREDLINENBINNRLCC.NCF"

load protected rlcc6.nlm -c sys:Noptsbeginfinitesredlinesconfisrlcenter.conf -da
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If the Control Center was loaded successfully on NetWare, you can see the Control Center screen.

Configuration : sysisoptsbeginfinitesredl inesconfsrlcenter. conf
Agent Listener : [Enabled]l HTTP Serwver : [Enabled]l
Listen on Host : All IP HTTP Listen Host: All IP
Listen on Port : b98d HTTP Listen Port: 6914

Act. Hosts-Agents: B ~ 1 Upt ime : Bd Bh BM 2=

Date i Message

11-16-2814 :51: Graph Service started.

11-16-2814 :51: Import Service started.

11-16-2814 :51: MTA Message IMport Serwvice started.
11-16-2818 :61: SnapShot~-Scheduler Service started.
11-16-2818 :61: Agent Listener Serwvice started.
11-16-2818 ail 8 HTTPF Serwver started.

11-16-2818 Hh Time Service started.

11-16-2814 :51: Import Monitor successfully started.
11-16-2814 :51: Main cache folder import thread started.
11-16-2818 :61: Accounting import thread started.
11-16-2818 :61: Redline Control Center is up and running.

ShF4-Purge FG6-Restart F7-Exit (Sh)F8-Dr-Cr Index F9-Info F1B8-List Agents

Start Agent on NetWare

During installation a search path to SYS:\OPT\BEGINFINITE\REDLINE\BIN was added to AUTOEXEC.NCF and
executed on the command line.
To start the Agent, type RLAG on the System Console:

ULIX:rlag
Loading Module RLAGLOAD.NLH

Loading Module RLAG6.MLH

Auto-Loading Module NUSHNUT.NLM
Auto-Loading Module LIBREDLL.NLHM
ULIX:_

RLAG is a NCF file which loads RLAGLOAD.NLM. This is a NLM which checks if LIBC.NLM, the NetWare Version and
Support Pack Version are current enough. If not, the Redline Agent will not start and returns a message to the user
that the system needs to be updated. This avoids possible ABENDs on the NetWare Server. RLAGLOAD.NLM loads
RLAG6.NLM, which is the main Agent binary.

If you want to run the Agent in a protected address space on NetWare, edit RLAG.NCF and replace

rlagload.nlm with load protected rlag6.nlm. When run alone, Redline needs a dedicated address space. You
can't start it with another application in the same address space.

Current File "S3YS:0PTNBEGINFIN SREDL INESBINSRLAG . NCF"

load protected rlagb.nln_-c sys:soptsbeginfinitesredlinesconfsrlagent.conf -dZ2a
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If the Agent is started the very first time, you will be asked for Registration Name, Registration Code,
Control Center IP address and port. Everything else can be configured through the Control Center web
interface.

Center C

Registration Name: Your Company Name

Registration Code: 012345678901234567

Control Center Address: 127.0.0.1

Control Center Port: 6900

If the Agent was loaded successfully on NetWare, you can see the Agent screen.

Configuration : sysisoptsbeginfinitesredlinesconfsrlagent.conf
HTTP Monitor ! [Enabled] Logfile Monitor @ [Enabledl
FileSy=s Monitor : [Enabledl Stuck Loops B

GHUCheck Monitor : [Enabled] Loops Agent 1

Monitored Agents : 2 (2 Active) Uptime : BAd Bh Bm 2=

Date i Message

11-16-2818 :52: LIBREDLL.NLM Version 3.5.8 (LIBC, Build 999)
11-16-2818 152: Time Serwvice szuccessfully started.
11-16-2818 :52: Agent Monitor Service successfully started.
:52: Agent Monitor Loop running ... (timeout is 128 seconds).
Register Agent RLAgent-REDLIME35 to Control Center.
Send Agent RLAgent-REDLIME3S (2) Update to Control Center.
Start _ADMIN copy process.
Redline Agent is up and running.
Register Agent REDLIHE35 to Control Center.
152: Send Agent REDLIHE3S (3) Update to Control Center.
11-16-2818 :52: Agent Monitor Loop finished.

(Shift)F6-LoopsRestart F7-Exit F39-RL Agent Info (Shift)F18-GH Agent Info
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Netware Cluster Installation

For High availability it is beneficial to run GroupWise in a Cluster environment. In such a scenario, multiple

servers make up a cluster, and every application is running as a resource on the cluster. For more details
about NetWare Clusters refer to the Novell Cluster Services documentation.

Control Center
If you want to install the Redline Control Center on a Cluster, create a resource for the Control Center.

Make sure that no other POSIX application is running in the same resource, because you cannot run more

than one POSIX application in the same address space.

The next step is to install the Control Center as described earlier in this documentation on one of the server

nodes, as if this is a single server. Then move the installation to a shared cluster volume. Let's assume

MYRL: is a volume on a shared storage device.

>

>

Move the entire SYS:\opt\beginfinite\redline tree to MYRL:\opt\beginfinite\redline, including all
subdirectories.

Create an empty folder on SYS, which will be a placeholder. It is recommended to create a folder
SYS:\mnt\posix\myrl. Do not create any subfolders in this new folder. This is necessary because
Redline is a POSIX application on NetWare, and SYS is the virtual root on Netware, comparable with
/ on Linux or UNIX.

Type EDIT SYS:\etc\pathtab at the system console. If prompted to create a new file, do so. Add the
following line to PATHTAB and save it:

/mnt/posix/myrl <space> myrl:\, where <space> is a space character. This step enables POSIX
mapping between the /mnt/posix/myrl mount point on SYS and the real Netware volume where
Redline was copied to. Do this on every cluster node.

Type EDIT myrl:\opt\beginfinite\redline\bin\rlcc.ncf. Correct the path, which currently points to
SYS. Be aware that you need to specify a NetWare style path here; which means you need a path in
the form VOLUME:\opt\beginfinite\redline\conf\ricenter.conf.

Add the new search path

SEARCH ADD MYRL:\opt\beginfinite\redline\bin
Edit the start script of the cluster resource and add the same search path. "Add load address space
= rlcc rlec6 -¢ myrl:\opt\beginfinite\redline\conf\rlcenter.conf” to your resource script to load the
Control Center. NOTE: if multiple resources exists in the cluster, and it is possible for them to mount
to the same node, different address space names must be specified.
Add "rlcenter unload” to your stop script for the Control Center resource.
On NetWare 6.5 and OES you can test if POSIX paths are working, if BASH is installed on your
system. type:

BASH
cd /mnt/posix/myrl
Is

You should see the content of MYRL:\ in the folder sys:\mnt\posix\myrl..
Edit myrl:\opt\beginfinite\redline\conf\rlcenter.conf and change all path names. add
/mnt/posix/myrl to all path names:
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LogFilePath=/mnt/posix/myrl/opt/beginfinite/redline/logs
DataPath=/mnt/posix/myrl/opt/beginfinite/redline/db
ConfigPath=/mnt/posix/myrl/opt/beginfinite/redline/conf
ImportPath=/mnt/posix/myrl/opt/beginfinite/redline/imp
SoftwarePath=/mnt/posix/myrl/opt/beginfinite/redline/software

CCTemplatePath=/mnt/posix/myrl/opt/beginfinite/redline/CC-Templates

You should now be able to run the Control Center from volume MYRL by typing RLCC. If more information
on pathtab and POSIX path names is needed, check the Appendix of this manual.

Make sure you test the failover case. You can do so by moving the Control Center resource from one node
to another. A real life way is to use an Abend simulation tool. The Redline Agent can be used to simulate an
Abend. Start the Redline agent with the startup parameter -a (or --abend) and hit SHIFT-F4. This will
generate a Page Fault Abend, and if everything is configured correct, the Control Center resource should
move to another node.

Agent

To monitor your clustered system, you must install the Redline Agent on every resource running a
GroupWise agent. To install the Redline Agent on a Cluster, create or locate a resource for the Agent. Make
sure that no other POSIX application is running in the same resource, because it isn’t possible to run more
than one POSIX application in one address space.

The next step is to install the Redline Agent as described earlier in this documentation on one of the server
nodes, as if this is a single server. Then move the installation to a shared cluster volume. Let's assume
MYRL: is a volume on a shared storage device.

> Move the entire SYS:\opt\beginfinite\redline tree to MYRL:\opt\beginfinite\redline, including
all subdirectories.

> Create an empty folder on SYS, which will be a placeholder for the Volume. It is recommended
to create a folder SYS:\mnt\posixX\myrl. Do not create any subfolders in this new folder. This is
necessary because Redline is a POSIX application on NetWare, and SYS is the virtual root on
Netware, comparable with / on Linux or UNIX. Complete this step for every node the Redline
Agent’s resource can failover to.

> Type EDIT SYS:\etc\pathtab at the system console. If prompted to create a new file, do so. Add
the following line to PATHTAB and save it:
/mnt/posix/myrl <space> myrl:\, where <space> is a space character. This step enables POSIX
mapping between the /mnt/posix/myrl mount point on SYS and the real Netware volume
where Redline was copied to. Do this on every cluster node the Redline Agent’s resource can
failover to.

> Type EDIT myrl:\opt\beginfinite\redline\bin\rlag.ncf . Correct the path, which currently points
to SYS. Be aware that you need to specify a NetWare style path here; which means you need a
path in the form VOLUME:\opt\beginfinite\redline\conf\rlagent.conf.

> Add the new search path

SEARCH ADD MYRL:\opt\beginfinite\redline\bin
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> Edit the start script of the cluster resource and add the same search path. Add “load address
space = rlag rlagb -c myrl:\opt\beginfinite\redline\conf\rlagent.conf” to your resource script to
load the Redline Agent. NOTE: if multiple resources exists in the cluster, and it is possible for
them to mount to the same node, different address space names must be specified.

> Add “rlagent unload” to your stop script for the Redline Agent resource.

> On NetWare 6.5 and OES you can test if POSIX paths are working, if BASH is installed on your
system. type:

BASH
cd /mnt/posix/myrl
Is

You should see the content of MYRL:\ in the folder sys:\mnt\posix\myrl..
> Edit myrl:\opt\beginfinite\redline\conf\rlagent.conf and change all path names. add
/mnt/posix/myrl to all path names:

LogFilePath=/mnt/posix/myrl/opt/beginfinite/redline/logs
DataPath=/mnt/posix/myri/opt/beginfinite/redline/db
BinPath=/mnt/posix/myrl/opt/beginfinite/redline/conf
SoftwarePath=/mnt/posix/myrl/opt/beginfinite/redline/software

You should now be able to run the Redline Agent from volume MYRL by starting the cluster resouce. If
more information on pathtab and POSIX path names is needed, check the Appendix of this manual.

Make sure you test the failover case. You can do so by moving the Redline Agent resource from one node
to another. A real life way is to use an Abend simulation tool. The Redline Agent can be used to simulate an
Abend. Start the Redline agent with the startup parameter -a (or --abend) and hit SHIFT-F4. This will
generate a Page Fault Abend, and if everything is configured correct, the Redline Agent resource should
move to another node.

IMPORTANT:

If you run the Redline Agent on a Cluster, you should overwrite the Agent Name reported to the Control
Center. In the rlagent.conf file, in the [GLOBAL] section, locate the "# Override the Redline Agent with"
option and remove the 'Override' section, leaving the 'RedlineAgentName= section and fill it in. Under the
[HOSTS] section, add the 'AgentName=HOST-CLUSTER-X' line. This ensures that the Redline Agent will send
information with the same ID regardless from which node data is send. Uncommented lines should include
the following in their respective sections:

[GLOBAL]

Agent=enabled
RedlineAgentName=Redline-CLUSTER-X
[HOST]

Agent=enabled
AgentName=HOST-CLUSTER-X

All GroupWise components monitored on a cluster should be monitored through the virtual cluster IP.
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Windows Installation

> Unzip the Redline package onto your Windows desktop.
> From the /redline/windows/ folder run the setup.exe. Click Next.

Redline for Windows - Welcome z
Thank you for your interest in Redline.

Thiz 'wizard will guide vou through the
Inztallation process.

ATTEMTION: After Installation you need
ta configure the Rediine Agents centrally
from the Control Center.

< Back I Mext > I Cancel

> Accept the license agreement. Click Next.

Redline for Windows - License Agreement

License Agreement for
- Redline -

USER AGREEMENT AND @
SOFTWARE LICENSE TERMS.

BEFORE YOU CLICKON THE

ACCEPT BUTTON AT THE BOTTOM,
CAREFULLY READ ALL THE TERMS
AND CONDITIONS OF THIS
AGREEMENT. BY CHECKING THE
"ACCEPT" BUTTON, YOU ARE
CONSENTING TO BE BOUND BY [ﬂ

¥ Accept License Agreement

< Back MNext = Cancel

» Select the drive letter where you want to install the agent. This is necessary if you want to
install the agent in a Windows Cluster.

Redline for Windows - Destination Drive

R d | - Please select the drive where you
ealine want to install the Redline Agent

Drive Letter

C:

M:

< Back Next > Camcel |

Select the components to install / Update and click Finish. Optional: you can select to install
Redline as a Windows Service.

Redline 4 © 2012 GWAVA Inc.



Redline for Windows - Install/Uninstall

Redline

X

Please select what pou want to do:

{* Install/Update " Uninstall

I~ Agent Only I Install az Service
Control Center Address:

[192162.01

Liztener Park: HTTF Part:

|5a00 £310

Registration M ame:

|Y0ur Company Name
Regizstration Code:
|D1 2345678901 234567

< Back | Finish |

Cancel

Start Redline on Windows

Redline on Windows can run as a Windows Service and, mostly for debugging purposes, as a foreground
process with or without a screen similar to the Linux screen. It is recommended to first launch Redline 'with
screen' to ensure that the configuration is correct. After configuring, shut down the application and restart
without the screen. In order to start Redline as an application, double click on one of the icons:

Redline Control Center with
g Screen
7] R chortout

Redine Agent
4 Shortout
7] B G

If you installed Redline as a service, the agent is not started.
It is important to start the agent manually after installation.
To start Redline as a service, start it from the Windows

Services interface.

-

Redline Agent with Screen
Shiorkout

If the Agent is started the very first time and the

Registration Name is still the default, you will be asked for
Registration Name, Registration Code, Control Center IP
address and port. If you start the Agent as a service, this
dialog does not show up. Everything else can be configured

through the Control Center web interface.

‘ Redline Control Center
d Shorkcut

=

E 1KB

Fieqistration Name:
Reqistration Code:
Control Center Address:

Contral Center Port:

M Control Center Connection Configuration o |

|D1 Z34BET301 234567

[127.00.1

|6300

——

Cancel

The Agent and Control Center screens on Windows show up with all the log entries, similar to the Linux

screens.

File Action Help

Configuration

Up Time

File Action Help

Configuration

Up Time

huEi‘\hBginfinile\redline\cunf\rlcenter.cuni

| [0d1h 24m 455

\ hugt\heginlinile\redline\cnnf\rlﬁgwin.cunf

| [od 1h2am a5

Status Settings Status Settings
thctive Agents: 34 [6 Hosts] gent Listener: [Enabled] Monitor Loops: 33 [0 Stuck] HTTP Monitor: [Enabled]
thctive Users: 1] Listen on Host: 10.1.35.2:6900 Monitored Agents: 9 [9 Active] Logfile Monitor: [Enabled]
DB Schemas: 30 (16 Loaded] HTTP Server: [Enabled] Database Schemas: 30 [24 Loaded) FileSys Monitor: [Enabled]
Log Level: 2 Listen on Host: 10.1.35.2:6910 Log Level: 2 GY¥Check Monitor: [Enabled]
Log Messages Log Messages
Date | Time | [Thrd] Message Date | Time | [Thrd] Message
11-20-2012 | 09:25:34 | [B54] Agent gwdva.EBM-GW2012-WIN2 didn't report data for 2768541 seconds. 11-20-2012 | 09:23:09 | [11E4] Send Agent furya.helion (5] Update to Control Center.
11-20-2012 | 09:25:34 | [B54] Agent gwdva.ebmgw12wa didn't report data for 2768532 seconds. 11-20-2012 | 09:23:11 | [11E4] Send Agent RetainServer{PARAMETER name= (47) Update to Control Cente
11-20-2012 | 09:25:35 | [B54] Agent JEDL.THEFORCE didn't report data for 2768641 seconds. 11-20-2012 | 09:23:12 | [11E4] Send Agent Worker-Retain-Windows [46] Update to Control Center.
11-20-2012 | 09:25:35 | [B54] Agent NEWREPUBLIC didn't report data for 2768519 seconds. 11-20-2012 | 09:23:33 | [11E4] Send Agent WEBACB0A.helion [13] Update to Control Center.
11-20-2012 | 09:25:35 | [B54] Agent REBELS.NEWREPUBLIC didn't report data for 2768505 seconds. 11-20-2012 | 09:23:34 | [11E4] Send Agent webapp. WEBAC80A helion [15) Update to Control Center.
11-20-2012 | 09:25:35 | [B54] Agent Serenity.Firefly didn't report data for 2767448 seconds. 11-20-2012 | 09:23:34 | [12A0] Agent Monitor Loop finished.
11-20-2012 | 09:25:36 | [B54] Agent SITH.THEFORCE didn't report data for 2768620 seconds. 11-20-2012 | 09:25:34 | [12A0] Agent Monitor Loop running ... ftimeout is 120 seconds).
11-20-2012 | 09:25:36 | [B54] Agent TAZ-GWAVA didn't report data for 318227 seconds. 11-20-2012 | 09:25:35 | [11E4] Send Agent RLAgent-GWAVADEVPC (2] Update to Control Center.
11-20-2012 | 09:25:36 | [B54] Agent THEFORCE.GWIA didn't report data for 2768752 seconds. 11-20-2012 | 09:25:37 | [11E4] Send Agent gwdva.WEBACB0A.helion [14]) Update to Control Center.
11-20-2012 | 09:25:36 | [B54] Agent THEFORCE didn't report data for 2768708 seconds. 11-20-2012 | 09:25:38 | [11E4] Send Agent GWAVADEVPC (3] Update to Control Center.
11-20-2012 | 09:25:37 | [B54] Agent WebAcc.EBM-GW2012-WIN2 didn't report data for 2768599 seconds. 11-20-2012 | 09:25:39 | [11E4] Send Agent helion (4] Update to Control Center.
11-20-2012 | 09:25:37 | [B54] Agent YWebAcc.ebmgw12wa didn't report data for 2768560 seconds. 11-20-2012 | 09:25:40 | [11E4] Send Agent furya.helion [5) Update to Control Center.
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It is recommended to run the agent as a Windows Service. A Service is started without logging in to the
server, just by booting the machine. That way the Redline Agent is started every time the server is
restarted.

Multiple Redline Agents on Windows

It is possible to run multiple instances of the Redline Agent on a Windows box as a server. In order to set
this up, you need to do the following:

> Copy the folder c:\opt\beginfinite\redline to =
c:\beginfinite\redline2 (or another folder like redline3, Bl i |
redline 4 etc.) j E:nf

> Openacmd prompt 8

> Go to the folder where you've copied your new Redline = ;"Z‘j";:z
Agent installation conf folder (2 conf
(c:\opt\beginfinite\redline\conf2 i :.' :j:gs

> Edit rlagwin.conf and adjust the folders for LogFilePath,
DataPath, BinPath and SoftwarePath
> Go to the bin folder of your new Redline Agent installation
> Run rlagent install RedlineAgent2 (or any other unique name for this service)

C:rod cisaopthbeginfinitesredline2shin

C:~optsheginfinitesredline2sbin>rlagent install Redlinefigent2

C:swoptsheginfinitesredline2sbinX
> Wait a moment until a message appears that the agent has been installed successfully.

Redline Agent x|

Redline Agent installed as a service. The operation completed successfully,

> (Optional) In order to uninstall the service, type rlagent uninstall RedlineAgent2 (or whatever name
you've given the service).

Now you can run the Redline Agent multiple times on your Windows Server:

%, services (Local)

Redline Agent Mame 7 | Descripkion | Status | Startup Type | Log On As | -
%Portable Media Serial Mumber Service  Retrieves the serial.. Manual Local Syskem

Stop the service %Print Spooler Manages all local a...  Started Automatic Local System

Restarttheisarice %Protected Shorage Protects storage of ... Started Automatic Local Syskem
%Redline Agent Monitoring and Rep...  Started Automatic Local System

Description: ) ) %Redline Agent_RedineAgent2 Monitoring and Rep... Automatic Local System

Morikatng'and Reparting For, GralpWise iﬁRemote Access Auka Connection M., Detecks unsuccessf. .. Manual Local Syskem
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Access Control Center

Redline is a full Web Based Application. By default Redline is listening on port 6910. After Installation the
default administrator username is admin, and the password is password. To access the Web Interface, type
http://a.b.c.d:6910

Where a.b.c.d is the IP address of your Control Center.

Redline 4

UsER NaME: | admin|

PASSWORD: |esssssss

Login

You will be asked for the username and password.

The first page you will see is the Dashboard. The Dashboard gives an overview of your System, which
includes Redline itself and all registered GroupWise components.

REC"ine 4 @ padminGuide @ installGuide < Logout

[ niain JUERS Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
(ERT STATUS Dashboard (Demo Version expires in 10 days) ¥ Detault
All Alerts ] Status Values L ]
Host
Redline Agent Description Current 2 Min Delta Status Trend
Redline Database POA C/S Requests per User 0 (] =
POA Undeliverable Messages 0 o0& @
POA Problem Messages 0 09 @
MTA Routed Messages 0 0 & 1=
MTA Undeliverable Messages 0 0@ =)
MTA Error Messages 0 09 @
GW 8 WebAccess Users Connected 0 0 & o
Internet SMTP Send Threads Available 0 0 @
Internet SMTP Receive Threads Available 0 0@ (=)
Internet SMTP Relay Rejected 0 0 & 1=
GWAVA Messages Processed 0 0 & @ i
GWAVA Messages Blocked 0 09 @
@ =level (g =upwardtrend ) = downward trend
Graphs ' ]
Internet Messages In/Out - Delta
10
05
POA C/S Threads Available
oo 8:00 AM 4:00 AM 12:00 AM 8:00 PM 4:00 PW 12:00 PM
W gwiaStatMsgsin [l gwiaStatMsgsOut
Domain Messages - Delta
10
05
00
8:00 AM 4:00 AM 12:00 AM 8:00 PM 4:00 PMW 12:00 PM -
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Install License

Upon installation, a 30 day Registration Code was generated for temporary use on all the Control Centers,
along with evaluation entries for the ‘Registration Name’ and ‘Registration Code’ fields. If the Control
Center is running with the 30 day evaluation license, there are NO limitations in functionality; however, the
Redline system will become completely inactive after the evaluation expires.

When you purchase Redline, you will receive a new pem license file. This file contains all your license
information and needs to be installed.

Log in using the web interface

Control Center TCP/IP
> Click the Configure and select ‘Control Center’, to open the Thresholds Analyzer
Rec dati Datab
drodeWI’l menu 1 Notification Maintenance i
> Select ‘License’ Il Grapns Advanced
> Enter the Registration information. Report Schecer
. ) L. . ’ Agent Groups Online Update
> Ensure all Redline Agents are updated with this information as well Rediine Users
. . i}
> Install the license file

@ adminGuide @ instaliGuide ¥ Logout

Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

Redline Registration / License

./ Registration

Registration Name: Your Company Name
Registration Code: 012345678901234567
& 0K

¢ Active License

License Type: Deme Version expires in 10 days

Browse_ H Install License

¢ Installed Licenses

File Licensed to Product Version Type Valid until Action

The Registration Name and Code must be configured on all Redline Control Center and Agent installs. The
Name and Code are used to authenticate the agents to the Control Center every time an Agent wants to
send data. Both the Redline Agent and the Redline Control Center use the Registration Name and
Registration Code information for two purposes:

> The Redline Agent uses these values as an encryption key when communicating with the
Control Center. The Redline Agent has its own copy of the above information, stored in
RLAGENT.CONF. If the two do not match, the Redline Agent is unable to contact the Control
Center and generates an error on the Redline Agent console.

> These values are also used for license enforcement by the Redline Control Center. The Control
Center may determine a license is invalid or the evaluation license has expired. In this case, the
Redline Agent will not be able to contact the Control Center any longer, because the Control
Center shuts down the listening port for the Redline Agents. An error is generated on the
Redline Agent console.
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Update Redline

Redline may be automatically updated online as well as with an installation file. Online installation is
performed through the Control Center Ul, and is covered in the Administration guide.

The installation file Update process is exactly the same as the installation process. All installers detect if a
previous version is there and make sure that all customer settings aren't touched.

After an update Redline should work immediately as it has done before. No NCF files on NetWare,
thresholds, recommendations, database records, Redline Agent and Redline Control Center configuration
files are overwritten. Sometimes new values will be added.

Uninstall Redline

Redline’s ability to drill deep into even the most complex GroupWise message system offers network
administrators, and business owners an ability to understand the inner workings of their e-mail system. We
sincerely hope that Redline has provided powerful functionality that you cannot find elsewhere.

If you are uninstalling Redline, and have questions about your trial, please feel free to contact us at
info@gwava.com.

NetWare

> Stop the Redline Agent and Control Center
> Delete the SYS:\opt\Beginfinite\redline tree
> Remove modifications from sys:system\autoexec.ncf

Note: The Windows-based installer can do this automatically. Run SETUP and click through the prompts to
select Uninstall at the end.

Windows

> Stop the Redline Agent and Control Center
> Start the Windows Setup.exe and click through the prompts. On the last page select Uninstall.
-Uninstalling the Redline Control Center will also uninstall the Agent.

Linux
Automatically: In a graphical Linux environment, use the YaST command. From the command line do the
following:

> Login as root or use su to switch to root.
gwavaglinux-o3din:/root> su
Fassword:

> uninstall the rpm package with the rpom command
rpm —e redline-<version>.rpm
> For complete uninstall, delete the /opt/beginfinite/redline directory.

Manually:

> Stop both Redline programs: To stop RLAGENT, type /etc/init.d/rlagent stop at the command
line and to stop the Control Center, type /etc/init.d/rlcenter stop at the command line
> Delete the /opt/Beginfinite/redline tree
> Remove /etc/init.d/rlcenter and /etc/init.d/rlagent
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> Remove /lib/libredline.so0.4.0.0

Configure Redline Agent; Monitor GroupWise

Every Agent must have a unique name to successfully register to the Control Center. If, for some reason,
two agents have the same name, the one that registers second is rejected by the Control Center. In that
case you must either overwrite the name with another name, or add a prefix or suffix. Having a unique
name is important because several Reports, analysis, graphs etc. are based on the agent name.

The GUID is used by Redline to make sure an agent once registered with a unique name will always be
assigned to the same name. This can be necessary if the Redline Agent is reinstalled. The GUID's are
managed by Redline, and you shouldn't touch or add any GUID anywhere.

Adding monitoring agents to an agent is accomplished through that Agent’s page, under the ‘manage’ tab.
(Any agent’s page may be accessed simply by selecting the desired agent. Agents are displayed in several
locations, agent groups, status overview, redline maps, etc.)

Redline 4 @© adminGuide  © installGuide ¥ Logout
[ wain [REET Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status  Settings  Alerts | Reports  Graphs  Configure  Manage
I
P Host O ¥ Tl Rediine Agent: RLAgent-GW2012 SLE $11SP2, version: 4.0.0 (1018}, Flatform: Linux 84bit 3.0.13-0.27-default, Uptime: 0d Oh 8m
» @ Redine Agent Agent Information
P § Redine Database Description Value
Global Unique 1D (GUID) s
8 Monitered Agents
Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Port ssL Action
HOST Hest 5 enabled =X

Agent Type:
Status:

HTTF Address:

HTTF Port:

HTTF Usemame:

HTTF Password:

Use SSL:

Agent Name

Agent Name Suffix

w Connection Test

The FOA will be checied sgainst

Address:

2 Add or Edit Monitored Agent

GW Post Office Agent

GW 2012 DocView Agent
GW 2012 WebAccess

GW 8 Doc Viewer Agent

GW 8 WebAccess Agent
GW 8 WebAccess Appl.
GW AP| Gateway

GW Async Gateway

GW Exchange Gateway
GW Internet Agent

GW Message Transfer Agent
GW Mobile Server 2x/3.x
GW Notes Gatewa

GWAVA

Host

NotifyLink Server

Novell Messenger Agent
Novell Messenger Arch Agent
RIM BlackBerry Server
Reload

=)

Fort

Usemame:

Password:

fined account will be done.

In the agent type dropdown menu, the different agent modules are listed and can be selected from the

agent type, and configured.
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Advansys Archive2Go

Archive2Go from Advansys is one of the Applications which does not require a Redline Agent. It talks

directly to the Control Center. Redline is used as the auditing tool for Archive2Go in order to meet

requirements enforced by laws or other regulations.

Choose an option for auditing the archiving
process in the auditing dialog.

There are two ways where Redline is involved
in the auditing process. One is where auditing
to Redline is enforced, and Archive2Go doesn't
work if Redline is not available, and another
option where auditing can fall back to a text
file as soon as Redline is not available.

@ Advansys Archive To Go - bsmith

Auditing
Specity audit settings

Choose an audit target

" Ise a text file for auditing.

" Ise Redine for auditing. If Redine is/becomes unavailable. audit to a text file.

# |Use Redine for auditing. |f Redine is/becomes unavailable, stop archiving
Test File Selting

Audit Folder |

Masimum Size (KE) =
Minimum free disk space (MBE [ =]
Rediine Settings

Server IF Address: 50.18.2001 The file ‘lcenter.conf' contains these settings.  This file
usually resides on the Redline server in the folder:

Server Port 4800 —| , X

Sysoptibeginfinitetredinetconf

Server Timeout [miliseconds) 100 j

Registration Name: Acme Corp ‘

Registration Code AHGATIZHB3E4IUPY ‘ from fi

Hep | [ Abou. [ cancel [ <Back | [ New> |

It is important to specify the Control Center IP Address, Port, Registration Name and Registration Code. You

can find this information in the Redline Control Center Configuration/License tab.
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GroupWise API Gateway

The GroupWise APl Gateway was introduced in GroupWise 4.1 and has not changed much. Therefore there
is no HTTP server to configure; nor is there SNMP support provided. All that is available and required is that
you configure the Logging to be on and be verbose, and note the Log Files path on your Appendix work
sheet. By default the configuration file for the APl Gateway is named ngwapi.prm. It is recommended to set
the log days to 7 and the maximum log file size to 1000Kb.

> /[loglevel - Verbose 5 i
AGRPWISEADOULI\V\WPGATEANAPI\NGWAFPTI . PRM™

> [logdays -7
> [logmax - 1000
Redline will look for new log file 3 LTS I STIREE!

; The following switches override default logging values set in Admin
information every 2 minutes. You
; Override the configured logging level.
only need to specify the |0g file path ; The levels are: Diag, Verbose, Normal, and Off
. . . /loglevel-Verbose
in Redline. The fields: http username,
;: Path to the gateway's log file directory.
password, IP address, and port are ;/log-[Full path to log file directoryl

igI’IOFEd. The |0gg|ng ﬁles path may be ; Number of days that log files are allowed to age.
. /logd -7
in NetWare, UNC, or POSIX format. ogfer=s

; Maximum K bytes that log files are allowed to use.

We recommend that NetWare or o me i e s LS e

/logmax—-1000

UNC path format be used. For notes
about using POSIX format (/path1/path2/path3), see Appendix

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
AP| Gateway. Specify the Path to the APl Gateway 000.PRC folder.

Red | | ne 4 @ AdminGuide @ InstallGuide  <F Logout
mm Dashboard Alerts System View Reporis Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status  Settings  Alerts | Reports  Graphs  Configure  Manage
P rost Redline Agent: RLAgent-redline4. version: 4.0.0 (1018), Platform: Linux 2.0.12-0.27-pae, Uptime: 0d 2h 5m
P @ Rediine Agent Agent Information
} § Redline Database Description value
Global Unique 1D (GUID) 2
2 Monitored Agents
Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Fort ssL Adtion
HosT Hast 5 - enabled - - - X

& Add or Edit Monitored Agent
Agent Type: GW API| Gateway -

Status: Enabled
Agent Path:

Agent Name:

Agent Name Suffix:

@ OK

After 2-3 minutes, a message should appear on the Redline Agent that the APl agent has been registered to
the Control Center and shows up in the Control Center.
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GroupWise Async Gateway

The Async Gateway provides a http interface similar to most other GroupWise Agents. You need to enable
and configure this interface via ConsoleOne. Specify a username and password for the Async Gateway in
the GroupWise/Optional Gateway Settings tab.

x
Forts | Domain Connections | Groupise Remote Profiles | Queue Maintenance | | GroupWise nDS Right! [<]»
Optional you can configure the http interface by ‘ i
. . i . i . Directory Sync/Exchange: |None = |
editing the agent configuration file, which is Accouning fres =
async.cfg by default and located in the same Comer Satus o esszaes e e
Outhound Status Level: [open =l
folder as the ASYNC binary file. The following Enable Recovery fres =
. Refry Count 102 a-99
switches need to be added. e -
Failed Recavery Wait: 3600 il seconds
Network Reattach Command: |
Correlation Enabled: fres =1
> /http - Enable HTTP Interface C::T'”:‘::m‘:z o-
> /httpport —port number - HTTP port HTTP User Name: |
to listen on (There is no default port, HTTP Password SetPassword_ |
we suggest 9999)
> /httpuser -[username] - Specify the oo | | | W s

Username for the HTTP interface
> /[httppassword -[password] - specify the Password for the HTTP interface
> /loglevel -verbose — turns on verbose logging

Save the file and restart the agent by unloading and reloading.

Test by opening a web browser by typing http.//ipaddress:httpPort. For example, if the agent were running
on a server with an IP address of 192.168.2.3, and an HTTP port of 9999, http://192.168.2.3:9999. You
should be prompted for the username and password just assigned

> Do not proceed until this is working

If you want to have accounting information for reports B
A “ A ” . Ports | Domein Connections | Grouptise Remote Profies | Gueue Maintenance | [GroupWise  ~ || nosRights | []v]
and message tracking, enable “Accounting” and specify a e Aottty
gateway accountant. The accounting log files will be sent
to this user and can be imported into Redline via SOAP
automatically.
[ s || ooee |
‘Administrator Role
| m]
r
{ |
[ m]
Page Options... I Cancel | Help |
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From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Async Gateway. Specify the IP Address, Port, Username and Password.

Redline 4 @© adminGuide  © installGuide ¥ Logout
| uain BUETM Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status | Settings  Alerts  Reports | Graphs | Configure  Manage
|
= — redli ; 018 ; o7 i 5
P Host O W Redline Agent RLAgent-redlined, version: 4.0.0 (1018), Flatform: Linux 3.0.13-0.27-pae, Uptime: 0d 2h 5m
» @ Rediine Agent Agent Information
P § Redine Database Description Value
Global Unique 1D (GUID) 2
& Monitored Agents
Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Fort sEL Action
HosT Host £l - enabled - - - e

& Add or Edit Monitored Agent

Agent Type: GW Async Gateway -
Status: Enabled

HTTP Address:

HTTF Fort:

HTTF Usemame.
HTTF Password:

Use SSL: es
Agent Name:

Agent Name Suffix

@ CK

After 2-3 minutes, a message should appear on the Redline Agent that the Async Gateway has been
registered to the Control Center and shows up in the Control Center.
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GroupWise Document Viewer Agents (GroupWise 8 and 2012)

The Document Viewer Agent (GWDVA) is used to convert attachments for viewing in the WebAccess client.
Redline supports both GroupWise 8 and 2012 viewer agents. There is no ConsoleOne interface for this
agent. Instead, open the GWDVA configuration file in a text editor. This file is normally named gwdva.dva
and is located in the same directory that the GroupWise WebAccess Internet Agent (GWINTER) is installed.

On NetWare the part in the configuration file looks like this:

Current File “SYS:SYSTEMNGWDVA.DUA™

; Default: Off

Add the following switches manually: i itoring port

port: 7439

> /http - Enable HTTP Interface

> /httpport -7439 - HTTP port to listen on
(7439 recommended)

> /httpuser -[username] - Specify the
Username for the HTTP interface

> /httppw -[password] - specify the
Password for the HTTP interface

> /loglevel - verbose — turns on verbose logging

Save the file and restart the DVA by unloading and reloading the WebAccess Agent. Test by opening a web
browser by typing http://ipaddress:httpPort. For example if the GWDVA agent were running on a server
with an IP address of 192.168.2.3, and an HTTP port of 7439, http.//192.168.2.3:7439

You should be prompted for the username and password you just assigned

> Do not proceed until this is working

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Document Viewer Agent. Specify the IP Address, Port, Username and Password.
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Red | ine 4 @ Admin Guide @ Install Guide ¥ Logout
m W Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage
k =
b @ Host { Redline Agent: RLAgent redlined, version: 4.0.0 (10186), Flatform: Linux 2.0.123-0.27-pae, Uptime: 0d 2h 5m
» @ Rediine Agent Agent Information
P E Redline Database Description Value
Global Unique 1D (GUID) 2
2 Monitored Agents
Type Desciption Unigue ID Agent Nsme Status HTTP IP Address HTTP IP Port ssL Action
HosT Host a B enabled Fx

& Add or Edit Monitored Agent

Agent Type: GW 2012 DocView Agent hd

Status: Enabled
HTTP Address:
HTTF Port:
HTTF Usemame:
HTTF Password:
Use SSL: ‘es

Agent Name:

Agent Name Suffix:

After 2-3 minutes, a message should appear on the Redline Agent that the Document Viewer Agent has

been registered to the Control Center and shows up in the Control Center.
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GroupWise Message Transfer Agent

Begin by writing down the IP address for this
component on the installation work sheet.

Open the MTA object in ConsoleOne. Select the
GroupWise/Network Address tab.

Ensure that SSL is disabled and that the HTTP
port is assigned (the default is 7180). Note this
port on the installation worksheet.

Next, go to the GroupWise/Agent Settings tab.
A screen similar to the example will be
presented:

Assign a HTTP username and password. This
should not be the same as a valid eDirectory
account. Include this information in the
Appendix work sheet as well.

The MTA already defaults to having SNMP on
(unless /nosnmp is in the startup file), but

please assign a community name here (other
than public or blank) to reduce security risks.

Click OK to save your settings.

Testing

Properties of MTA 1

{GroupWise | NDS Rights ~ | Gther | Rights to Flles and Folders |
{ Network Address

TCRIR Address: |1 9216823

IPXUSPX Address: [

Port EEL

Message Transfer: 7100 é’ Disabled 'I
HTTR: a0 2 [oisaied = |

A

Page Options ... I Ol |

Cancel |

Apply. |

Help

Properties of MTA 1

7| wos Rights = | Other | Rights to Files and Folders |

15 2] seconds
5 2] seconds
600 2] seconds

Scan Cycle

Scan High
Attach Retry:

¥ Enable sutomstic Datebase Recovery
™ Use 2nd High Priority Scanner

[~ Use 2nd Msil Pricrity Scanner

SMMP Comrmunity “Get* String: [

HTTP Settings

HTTP Liser Matne: Iadmin

Zet Paszword

HTTP Passwaord

x|

Cancel

Page Options: Ok

Apply

Help

Wait one minute for the GroupWise configuration to propagate. Test your configuration with a web

browser by typing: http://ipaddress:httpPort

For example: if the MTA were running on a
server with an IP address of 192.168.2.3, and an
HTTP port of 7180, http://192.168.2.3:7180

You should be prompted for the username and
password just assigned. If this does not occur,
recheck the settings in ConsoleOne, and open
the agent’s startup file to verify that no startup
switches have overridden this configuration.
Also, try restarting the agent.

> Do not proceed until this is working

Return to ConsoleOne and reopen the agent. Go

Properties of MTA 1

7| oS Rights w | Other | Rigrtsto Files and Forders |

Message Logging Leve! IFuH

Message Log File Path: |
™ Correlate Delivery Status Reports

™ collect Delivery Stetus Reports

™ collect Other Status Reports

[V Track Admiristrative Messages

3 é’ days

Delete Reports After:

I L

|

Cancel

Page Options... L0]i4

Lpply

Helpp

to the GroupWise/Log Settings tab to verify logging is on and set to verbose.
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http://192.168.2.3:7180/

If you want to use Message Tracking you need to enable Message Logging for every MTA. This is disabled by
default.

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
MTA Agent. Specify the IP Address, Port, Username and Password.

Red | | ne 4 @ adminGuide © InstallGuide =¥ Logout
m W Dashboard Alerts System View Reporis Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status  Settings  Alerts  Reports | Graphs  Configure  Manage
| .
P @ Host Q T Redline Agent: RLAgent redlined, version: 4.0.0 (1018), Platform: Linwx 2.0.12-0 27-pae, Uptime: 0d 2h 5m
P @ Rediine Agent Agent Information
} § Redline Database Description Value
Global Unique D (GUID) 2
2 Monitored Agents
Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Port E= Action
HOST Host 3 - ensbled - - - -_? “

2 Add or Edit Monitored Agent

Agent Type: GW Message Transfer Agent -
Status: Enabled

HTTP Address:

HTTP Port:

HTTP Ussmame:

HTTP Password:

Use SSL: es

Agent Name:

Agent Mame Suffix

After 2-3 minutes, a message should appear on the Redline Agent that the MTA agent has been registered
to the Control Center and the GroupWise Domain shows up in the Control Center.
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GroupWise Exchange Gateway

The Exchange Gateway provides an http interface similar to most other GroupWise Agents. You need to

enable and configure this interface via ConsoleOne. Specify a username and password for the Exchange

Gateway in the GroupWise/Optional Gateway Settings tab and specify the http port on the Network
Address tab.

Optional you can configure the http interface by editing

the agent configuration file, which is exchange.cfg by

default and located in the same folder as the Exchange

Gateway binary file. The following switches need to be

added.

V V V V

/http - Enable HTTP Interface

/httpport -portnumber - HTTP port to listen on (There is no default port, we suggest 9997)
/httpuser -[username] - Specify the Username for the HTTP interface

/httppassword -[password] - specify the
Password for the HTTP interface
/loglevel -verbose — turns on verbose logging

Save the file and restart the agent by unloading and

reloading.

CrTTE— x
GroupWise + | oS Rigrts + | Other | Rights to Files and Folders |
Optional Gateway Setiings
Directory Sync/Exchange [None =
Accounting IYes Z‘
Convert Status to Messages: [no =
Outbound Btatus Level [open =]
Enable Recovery [res =]
Retry Count: I—mﬂ (1-99)
Retry Interval I—Eﬂﬂ seconds
Failed Recovery Walt: 3600 i’ seconds
Network Reattach Command: |
Correlation Enabled [ves |
Comelation Age [ e 2 oars
HTTP Sefttings
HTTP User Name! |
HTTP Password: §m Password
Page Options. I—I Cancel Help
Properties of Exchange x|
Groupwise ~ | NOS Rigrts ~ | Cther | Rights to Files and Foiders |
Network Address
TCPIP Address [ [Fi |
PX/SPX Address [ P
I™ Bind Exclusively to TCPAP Address
Port
Message Transfer: | 0 2
TP [ o4
Page Options oK Cancel Apply Help

Test by opening a web browser by typing http.//ipaddress:httpPort. For example, if the agent were running
on a server with an IP address of 192.168.2.3, and an HTTP port of 9999, http://192.168.2.3:9999. You
should be prompted for the username and password just assigned

Redline 4
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> Do not proceed until this is working

- %
Grougise = || s mgnts = | omer | Fugrts 1o Fies anaFossers |
. . . Grabawsy Administrators.
If you want to have accounting information for reports
and message tracking, enable “Accounting” and specify
a gateway accountant. The accounting log files will be
sent to this user and can be imported into Redline via
SOAP automatically.
S| o
HIO_I'NMSDEIDIFDM
2
5
=
Page Options cancel | Help

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Exchange Gateway. Specify the IP Address, Port, Username and Password.

Redline 4 © AdminGuide © install Guide  “F Logout
“Help Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status  Sattings  Alerts  Reports  Graphs  Configura  Manage

| r

P Host O B2 Redline Agent: RLAgent-redlined, version: 4.0.0 (1018}, Plstform: Linux 3.0.13-0 27-pse, Uptime: 0d 2h 5m

» @& Rediine Agent Agent Information

» E Rediine Database Description Valus

Global Unique ID {GUID) 2

2 Monitored Agents
Type Description Unique ID Agent Name Status HTTF IF Address HTTP IF Port ssL Adtion
HosT Host 3 = =nabled = = = = ¥

3;' Add or Edit Monitored Agent

Agent Type: GW Exchange Gateway -
Status. Enabled
HTTP Address:

HTTP Port:

HTTP Usemame:

HTTP Password:

Use SSL: Yes

Agent Name:

Agent Name Suffix:

After 2-3 minutes, a message should appear on the Redline Agent that the Exchange Gateway has been
registered to the Control Center and shows up in the Control Center.
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GroupWise Internet Agent (GWIA)

Begin by writing down the IP address for this
component. Record this information on your
worksheet. Open the GWIA object in ConsoleOne, and
go to the GroupWise/Network Address tab.

Ensure SSL is disabled and that the HTTP port is
assigned (the default is 9850). Note this port for the
work sheet as well.

Next, select the GroupWise/Optional Gateway Settings
tab.

Assign a HTTP username and password. This should not
be the same as a valid eDirectory account. Include this
information in the work sheet as well.

Select the GroupWise Identification tab. SNMP is
automatically enabled for the GWIA, but you should
assign a community name here (other than public or
blank, which present security risks). Click OK to save
your settings. Wait one minute for the GroupWise
configuration to propagate. Test in a browser by typing
http.//ipaddress:httpPort

=)

Properties of GWIA
LDaP | POP3MAPA | Server Directories | Access Cortrol = | Reattach | Fost Offics Links | Groupwise - | nos{ (1]
Network Addhess
TCPIP Address: [ 2|
IPX/SPX Address: [ 2|
Port saL
HTTP: | 8850 ﬂ Disabled
SMTP: Cissbled =
FOF isabied *
1M4P, Dissbled =
Page Options. O Cancel Lpply Help

Properties of GWIA x|

POPGIMARY | Server Directaries | Access Control v | Restiach | Fast Otfice Links |

Directory SynciExchange:
Accourting
Convert Status to Messages:
Outbound Status Lewver
Enable Recovery
Retry Court
Retry Interval:
Failed] Recovery it
Netwark Reattach Commanct
Correlation Enablect
Correlation Age:
HTTP Seftings

HTTP User Nane:

HTTP Passwarck:

oupWise =i wos{ [
 Optianal Gatevvay Settings |

Juane

fves

™

[naenvered

Ll L] Ll L« <]

fves

[ w0

—

P

[

fves =]
T4 2 daye

[actin

Set Password

Page Ofions:

Ok Cancel Agply Help

Properties of GWIA x|
LDAP | POP3MaPa | Server Directories | Access Cortrol | Resttach | Post Otfice Links |fGroupwise ~ || nos Ri¢ [X]v]

Dotnain. Gatewsay: WMUEPRI GYYIA
Description:
Subdirectory. | |
Time Zone: i T-08:00) Pacific Time (US & Canada), Tiuana =
Database Version: 5 =
Platform: fiindowss =1
Gateway Type: [iternet Agert =1
Gateway Alias Typs: [
Forsign (D [riptest.com
SHMP Communty "Get! String [
Fage Options... ok | camcel | ay | wew |

For example if the GWIA were running on a server with an IP address of 192.168.2.3, and an HTTP port of

9850, http://192.168.2.3:9850
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http://192.168.2.3:9650/

You should be prompted for the username and password just assigned. If this does not occur, recheck the

settings in ConsoleOne, and open the agent’s startup X
. X . . LBAP | POPaMAP | Sarver Directories | Access Cortrol + | Reattach | Post Offiss Links || GroupWiss + || o Fid (4]
file to verify that no startup switches have overridden =Sl
. . . . og File [

this configuration. Also, try restarting the agent. e o j'

Macx Log File Age: ,77§ days
> Do not proceed until this is working et ne e e

Return to ConsoleOne and reopen the agent. Go to the

GroupWise/Log Settings tab to verify logging is on and

set to verbose.
Pags Options o | canca | | hew |

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Internet Agent. Specify the IP Address, Port, Username and Password. Optionally, you can enable a
connection test, which will connect to the SMTP port every 2 minutes and tests the gateway for availability
and if SSL over SMTP is supported or not.
Redline 4 @ pdminGuide @ mnstallGuide < Logout
[ bain (LT Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage
W=
&4

Redline Agent: RLAgent-redlined, version: 4.0.0 (1018), Platform: Linux 3.0.12-0 27-pae, Uptime: 0d 2h 5m

P Host

P @ Rediine Agent Agent Information
P § Rediine Database Description Value

Global Unique |0 (GUID) 2

& Monitored Agents

Type Desaription Unique ID Agent Name Status HTTF IF Address HTTF IF Port ssL Adtion
HosT Host 3 - ensbled - - o g 4

& Add or Edit Monitored Agent

Agent Type: GW Internet Agent -
Status, Enabled

HTTF Address

HTTF Port

HTTF Usemame.

HTTP Password:

Use SSL: es

Agent Name

Agent Name Suffix

w Connection Test

The GWIA will be tested based on a SMTP connection, defsult on port 25, and SSL encyption support will be checked.
Address:

Port:

Usemame:

Password:

After 2-3 minutes, a message should appear on the Redline Agent that the Internet Agent has been
registered to the Control Center and shows up in the Control Center.
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Novell Messenger Agent

Begin by including the IP address for this
component on the work sheet. Open the
Messaging Agent object in ConsoleOne, and go
to the Agent/Web Console tab.

Ensure SSL is disabled and that the HTTP port is
assigned (the default is 8311). Note this port on
the work sheet as well.

Assign a HTTP username and password. This

should not be the same as a valid eDirectory

account. Include this information in the work
sheet as well.

Next, select the Agent/General tab. Ensure
SNMP is enabled.

Click OK to save your settings. Wait one minute
for the GroupWise configuration to propagate
and then test by opening a web browser by
typing http://ipaddress:httpPort

For example if the Messenger agent were
running on a server with an IP address of
192.168.2.3, and an HTTP port of 8311,
http://192.168.2.3:8311

You should be prompted for the username and
password just assigned. If you are not, recheck
your settings in ConsoleOne, and open the
agent’s startup file to verify that no startup
switches override this configuration. Also, try
restarting the agent.

> Do not proceed until this is
working

Return to ConsoleOne and reopen the agent.

Properties of MessagingAgent

Agent = | NDSRights = | Other | Rights 1o Files and Folders |
Wieh Console

—T

HITP Port:

 HTTF Authentication

igsemame. [admir]

|
EPESSWUTU SetPassword
|

| Enable S5L for'Weh Console

Page Options...

ok |

Cancel |

ety |

Help

Properties of MessagingAgent

< Mps Rights | ther | Rigits to Fies and Foiders: |

|¥ Enable Messenger Services

¥ Enable SNMP

Path Setting

|
| Wark Path: |\\NW51\SYE\Nnve\I\NM\temp
L

Restore Default Settings |

Page Options... |

1

Cancel

Aty

Help

Properties of Messaginghgent

Agent - | NDSRights v | Cther | Rights ta Files and Folders |
Loy Settings

Disk Logging
|

| [ Enable disk Iogging

|
i Log Files Path: |\\NW51\SYS\NUVEH\NM\ma\\Ugs
| . -
i Log Maximum Age (days) 14 z’
i Log Maxirmum Size (MB): 128 z’

Page Options

[s]13 I

Cancel

Apply

Help

Go to the Agent/Log Settings tab to verify logging to disk is on and set to verbose.
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From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Messenger Agent. Specify the IP Address, Port, Username and Password.

Red I | ne 4 @ adminGuide © mnstalGuide ¥ Logout

[ uain [T Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary | Status | Settings  Alerts  Reports  Graphs  Configure  Manage
| .

P B Host Qu Redline Agent: RLAgent-redlined, vesion: 4.0.0 (1018), Platform: Linux 3.0.13-0 27-pae, Uptime: 0d 3h 5m

P @ Rediine Agent Agent Information

P § Redline Database Description S

Global Unique 1D (GUID} -

& Monitored Agents

Type Desaription Unigue ID Agent Name Status HTTF IP Address HTTF IF Port ssL Action
HosT Host 3 B ensbled - B - I 4

&;‘ Add or Edit Monitored Agent

Agent Type: Novell Messenger Agent -
Status: Ensbled

HTTP Address:

HTTF Fort:

HTTF Ussmame:

HTTF Password:

Use S5L. Yes
Agent Name:

Agent Name Suffix

@ OK

After 2-3 minutes, a message should appear on the Redline Agent that the Messenger Agent has been
registered to the Control Center and shows up in the Control Center.
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Novell Messenger Archive Agent

The Messenger Archiving Agent is configured
almost identically — Open the Archiving Agent
object in Console One, and go to the
Agent/Web Console tab.

Assign a HTTP username and password. This
should not be the same as a valid eDirectory
account. Write down this information in the
work sheet as well.

Ensure SSL is disabled and that the HTTP port is
assigned (the default is 8313). Note this port in

Praperties of MessagingAgent

Agent  ~ | NDSRights = | Other | Rights ta Files and Falders |
Wieh Console

—

HITF Fort

FHTTR Autt

igsemame. |aum|n|

SetPassword

|
| Password
Il

[~ Enable S5L for'weh Cansole

Page Options:

the work sheet.

Next, select the Agent/General tab. Ensure
SNMP is enabled.

Click OK to save your settings. Wait one minute
for the GroupWise configuration to propagate.

Test it in a web browser by typing
http.//ipaddress:httpPort

For example if the Archiving agent were running
on a server with an IP address of 192.168.2.3

Properties of ArchiveAgent

: | MDS Rights = | Other | Rights to Files and Foiders |
{ General

[v Enable Messenger Services

[v Enable SNMP
~Path Sattin

o}

|
| Wark Path: I\\N\N51\SYS\Nwel\\NM\temp
L

Restore Default Settings
Page Options.. i I

and an HTTP port of 8313: http://192.168.2.3:8313

Redline 4
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You should be prompted for the username and password just assigned. If you are not, recheck your settings
in ConsoleOne, and open the agent’s startup file to verify that no startup switches override this
configuration. Also, try restarting the agent.

> Do not proceed until this is working — EOETEEIEEIRYE [
Agent ~ | MDS Rights + | Other | Rights to Files and Folders |
Log Settings:
Return to ConsoleOne and reopen each of the Log Level B

rD\sk Logging

agents. Go to the Agent/Log Settings tab to .

I v Enable disk logging

Log Files Path: I\\NW51\SYB\NDVEII\NM\ma\IDgS &

. . . . |
verify logging to disk is on and set to verbose. |
! Log Maximum Age (days): I—M:CI
|
|
|

Log Waximum Size (MB): 128 ::I

Page Options... Ok I Cancell Apply I Help |

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Messenger Archive Agent. Specify the IP Address, Port, Username and Password.

Redline 4 @ AdminGuide @ installGuide ¥ Logout
[ wain JREET Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage

Redline Agent: RLAgent-redlined, versicn: 2.0.0 (1018), Platiorm: Linux 3.0.13-0.27-pae, Uptime: 0d 3h 5m

P Host

P @& Redline Agent Agent Information

P § Redline Database Description value
Global Unique 1D (GUID) 2

& Monitored Agents

Type Description Unigue ID Agent Name Status HTTF IF Address HTTF IF Port S5L Action
HOST Host 3 - enabled - - - -_:f x

& Add or Edit Monitored Agent

Agent Type: Novell Messenger Arch Agent -
Status Enabled

HTTF Address

HTTF Port

HTTF Usemame.
HTTP Password:

Use S5L: Yes
Agent Name:

Agent Name Suffix:

@ 0K

After 2-3 minutes, a message should appear on the Redline Agent that the Messenger Archive Agent has
been registered to the Control Center and shows up in the Control Center.
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GroupWise Mobile Server

Since Version 7.0.1 Novell ships the GroupWise Mobile Server, which is used to connect mobile devices like
PDA's, phones etc to GroupWise.

Redline ships with configuration files for GroupWise Mobile Server 2.x/3.x, and the files must be copied
into the GroupWise Mobile Server.

e, -Ioix
Datei Bearbeiten  Ansicht  Favoriten  Extras 7 |ﬁ
) . Gk «+ = - 5] | @ysuchen [[Fordner (8|05 0 X o | EE-
If you are running GW Mobile Server 2, copy the Achesse | Clprogrem Fiesintelizyne Wekle sutetadrinidag e
. . . . . rdner x .. e | Daksiname _/ Grif &
file .../redline/conf/GWMobileServer/redline.jsp = ey | < F RN I wcine o0 ot
=1 admin e =) reset. zK
an d -1 activewidgetsi dlag— #rpe.sp 2K
. . . | S| ajax e %sendrecewe.asp 3K
.../redline/conf/GWMobileServer/rlaccounts.jsp B~ e %Z?jﬁﬁfﬁ;;" "
. . . =3 dia edndert: 01,06, : #] stakus.jsp 1K
to your Mobile Server Program Files/Intellisync O | Dbl - W 1K
B0 diree Grafie: 4,01 kB ) synemlsettings. jsp 14K
Mobile Suite/admin/diag folder. 2 Qe aertre: (ol ok o
-1 images systenm.js
D includes Qtasks‘]sp 1K
h f I ] WEB-INF %Webinfo‘isp 4K
On Linux, the files go in @ (3 bin sp s
1 Client - 4 »
H H H Typ: 15P-Datei Grafe: 4,01 KB 4,01 KB [\ arbeitsplatz
/opt/ims/www/admin/diag. 7

':m Intellisync - [Console Root' Intellisync Mobile Suite'\WebAdmin]

Jnﬁ] Konsole  Fenster 7

For Redline to access this file it is necessary to create a ([ vargmy st Faoren || « = | B[ | @
new administrator account. Start the Intellisync Admin strukbur | Favoricen | _

i i H (_1 Cansale Root WebAdmin
Console, right click on WebAdmin and select Launch B @tk FohiS i webadmin allows you to

information related to yg

. : ﬂ Managemenkt
We bAd min. Emnail Accelerator g
To launch the Webadmin
’ Launch Webadmin menu, where you will thy
£ Frofile logged in as the sysadm
Ansicht 2 administrators. These ag
Meues Fenster Foing to http:/f<server r

hosting the Webadmin,

MNeue Taskpadansicht. ..

Hilfedatei anzeigen
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In WebAdmin, select Administrators and create a new Administrator which will be used in Redline.

R | Al by Nokia Intislizync Suite Console, you are logged in as admin N ove I I

yand all Collapse a fanagement > Administrators Logout Help
Dashboard s
2 Administrators
Users
Done = New Delete Export = Print
Devices
Groups
IZ| Search
Reports S
2 items
S Administrator Name Description Status Created
User Settings adm Initial administrator Active ) PM
System Settings ediine For Redline Integration Active 5 PM

Management
Servers
Administrators

Documentation

& Nokia 2007

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the
Mobile Server. Specify the IP Address, Port, Username and Password. Make sure that you select GW Mobile
Server 2x/3x, depending on what Version you are running.

Red | ine 4 © Admin Guide @ install Guide ¥ Logout
m m Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status | Settings  Alerts  Reports | Grsphs  Configure  Manage
‘ b @ Host Redline Agent: RLAgent redlined, version: 4.0.0 (1018), Flatform: Linux 2.0.12-0.27-pae, Uptime: 0d 2h 5m
P @ Redine Agent Agent Information
» E Redline Database Description Value
Global Unique 1D (GUID) 2

2 Monitored Agents
Tyoe Description Unique ID Agent Name Status HTTP IP Address HTTP IP Port ssL Action
HosT Host 3 B enabled B B - X

2 Add or Edit Monitored Agent

Agent Type: GW Mobile Server 2 /3 x -
Status: Enabled

HTTP Address:

HTTF Port:

HTTP Usemame:

HTTP Password:

Use SSL: ‘es

Agent Name:

Agent Name Suffix:

After 2-3 minutes, a message should appear on the Redline Agent that the GW Mobile Server has been
registered to the Control Center and shows up in the Control Center.
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GroupWise Notes Gateway

The Notes Gateway provides a http interface similar to most other GroupWise Agents. You need to enable

and configure this interface via ConsoleOne. Specify a username and password for the Notes Gateway in

the GroupWise/Optional Gateway Settings tab.

Optional you can configure the http interface by
editing the agent configuration file, which is
notes.cfg by default and located in the same
folder as the Notes Gateway binary file. The
following switches need to be added.

> /http - Enable HTTP Interface

> /httpport-portnumber - HTTP port to
listen on (There is no default port, we

suggest 7175)
> /[httpuser-[username] - Specify the
Username for the HTTP interface

> /[httppassword-[password] - specify the Password for the HTTP interface
> /loglevel -verbose — turns on verbose logging

Save the file and restart the agent by unloading
and reloading.

Redline 4 © 2012 GWAVA Inc.

Properties of Notes
Required Parameters | WD Rights + | Other | Riohts tn Files and Folders |
Directary Synt/Exchange: |Nnne j
Arcounting: |Yes j
Conwer Status to Massanges: |Nu ;I
Outhound Status Level |0pen j
Enahle Recorery: [res =l
Retry Count [ e
Retry Interval: I—Euﬂ seconds
Failed Recovary ¥ait mﬂ seconds
Metwork Reatach Command, |
Correlation Enahled |Yes ;I
Carralation Age: 14 ﬂ days
HTTP Settings
HTTP User Mare: |
HTTP Passwiard: Set Password
Page Options... Ok I Cancel Al I Help |
Properties of Notes |
GroupWise v | NDSRights v | Other | Rights toFiles snd Foisers |
hetwork Address
TCRIP Address: | il
PIISPX Acdress I Wil
I~ Bindt Exclusively 1o TCPAP Address
Port
Message Transfer: l_ﬂé’
HITP. l—Uﬂ
Fage Options o Cancel Apply Help
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Test by opening a web browser by typing http.//ipaddress:httpPort. For example, if the agent were running

on a server with an IP address of 192.168.2.3, and [EIEETS
an HTTP port of 9999, http://192.168.2.3:9999. e, e TR
You should be prompted for the username and

password just assigned

> Do not proceed until this is working

Add

Adrministrator Role
|

2
If you want to have accounting information for &

R

reports and message tracking, enable T ]

Cancel |

| Help

“Accounting” and specify a gateway accountant.

The accounting log files will be sent to this user and can be imported into Redline via SOAP automatically.

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor the

Notes Gateway. Specify the IP Address, Port, Username and Password.

Red | | ne 4 @ adminGuide © InstallGuide =¥ Logout
m m Dashboard Alerts System View Reporis Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status | Settings  Alerts | Reports  Graphs  Configure  Manage
| .
P @ Host Q T Redline Agent: RLAgent redlined, version: 4.0.0 (1018), Platform: Linwx 2.0.12-0 27-pae, Uptime: 0d 2h 5m
P @ Rediine Agent Agent Information
} § Redline Database Description Value
Global Unique 1D (GUID) 2
& Monitored Agents
Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Port E= Action
HOST Host 3 - enabled ‘? 4

2 Add or Edit Monitored Agent

Agent Type: GW Notes Gateway -

Status: Enabled
HTTP Address:

HTTP Port:

HTTP Ussmame:

HTTP Password:

Use SSL: ez
Agent Name:

Agent Mame Suffix

After 2-3 minutes, a message should appear on the Redline Agent that the Notes Gateway has been
registered to the Control Center and shows up in the Control Center.
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GroupWise Post Office Agent

Begin by writing down the IP address for this
component on the work sheet provided in the

Appendix.

Open the POA object in ConsoleOne, and go to
the GroupWise/Network Address tab.

Ensure SSL is disabled and that the HTTP port
is assigned (the default is 7181). Note this port
on the work sheet as well.

Next, select the GroupWise/Agent Settings tab.

be the same as a valid eDirectory account.
Write down this information in the work sheet
as well.

Make sure SNMP is turned on. You probably
want to assign a community name, other than
public or blank (which defaults to public), to
reduce the security risk.

Click OK to save your settings.

Testing

Wait one minute for the GroupWise

i
GroupWise {| NDS Rigits ~ | ctrer | Rights to Files and Foiders |
el adaes )
TCPIP Address, 19216823 2|
Proxy Server Address: | zl
IPX/SPX Address: | 2|
Fort SSL SSL Port
bastaga tartee [ 7101 2 oeaties 5
- (7151 =l [rescis B
Local Intranet Cliert/Server: | 1677 =] [Disabied =]
Internet Proxy CliertiServer: | 0] [Disabled =
R 1026 = [Disabies =
Page Options. O Cancel Apply Help

Assign an HTTP username and password. This should not

Properties of POA x|
GroupWise ~ || NDS Rights = | Gther | Rights to Files and Folders |
Agert Settings
[ Enable Caching =
CRU Utilization (MLM) | 85 ﬂ percent
Delay Tirme: (NLM) | 100 ﬂ niliseconds
Mex Thread Usage far Priming and Moves: | 20 él percent
™ Enable IM&P
Mz IMAP Threads: I a0 é’
I Enabls CAP
Max CAP Threacds: I a0 é’

I~ Enable SOAP
[ Enabls SNIMP

SNMP Communty "Get” String: [

HTTP Settings

HTTP Liser Narne: [aciin

Set Pazsward

HTTP Passwward:

L4l

Page Options Of;

| cancel Al Help

configuration to propagate. Test in a web browser by typing: http.//ipaddress:httpPort

For example if the POA were running on a server with an IP address of 192.168.2.3, and an HTTP port of

7181, http://192.168.2.3:7181

You should be prompted for the username and password just assigned. If this does not occur, recheck the

settings in ConsoleOne, and open the agent’s startup file to verify that no startup switches have overridden

this configuration. Also, try restarting the

x
age nt. f V| oS Rights + | Other | Rights o Files and Folders |
> Do not proceed until this is LA ! =
k, Logging Level fvertnze =l
Wor Ing Max: Log File Age: ?é’days
Max: Log Disk Space: 65536 éIKBytes
Return to ConsoleOne and reopen the agent.
Go to the GroupWise/Log Settings tab, and
verify logging is both on and set to verbose. It
Redline 4 © 2 )
Page Options: I Ok Cancel Apply. Help



http://192.168.2.3:7181/

is not necessary to specify the Log File Path. GroupWise will use the default path.

Input the information which has been gathered to the worksheet into the agent configuration. The HTTP

Address, Port, a username and password are all essential to monitoring the system.

Redline 4 @© adminGuide  © InstallGuide ¥ Logout
€ e Dashboard Alerts System View Reports Tracking Configure Favorites  AutoRefresh
SYSTEM VIEW Summary  Status | Settings  Alerts | Reports  Graphs  Configure  Manage
!
W& — enils : (1018) ; o7 i 5
P Host O W3 Redline Agent: RLAgent-redlined, version: 4.0.0 (1018), Flstform: Linwx 3.0.12-0 27-pae, Uptime: 0d 2h 5m
» @ Rediine Agent Agent Information
} E Redline Database Description Value
Global Unique ID (GUID) 2
& Monitored Agents
Type Desaiption Unique ID Agent Name Status HTTF IF Address HTTP IF Part = Action
HosT Host 3 ensbled I 4

S;' Add or Edit Monitored Agent

Agent Type: GW Post Office Agent -
Status: Ensbled

HTTP Address:

HTTF Fort:

HTTF Ussmame:

HTTF Password:

Use S5L. Yes

Agent Name

Agent Name Suffix

w Connection Test

The FOA will be checked sgainst the SOAP port snd  legin/legeut o the defined account will be done.
Addrass:

Port:

Usemame:

Password:

Redline 4

© 2012 GWAVA Inc.

51




GWCHECK Scheduled Events in the GroupWise POA

Why are GWCHECK log files important?

GWCHECK log files are an important source of user information in Redline. In order to get this information

in the correct way, some settings have to be configured in ConsoleOne. If these settings are not correct,

incomplete data is created, or no data at all. Several reports depend on these.

GWCHECK always runs on the POA. If administrators want to have information from GWCHECK, they must

configure the GWCHECK reports on every POA from which information is needed.

Redline requires three GWCHECK log files. Their default location is: <PathToYourPostOffice>/wpcsout/chk/

If these files are not generated in this folder, Redline will not be able to read and analyze them. The content

of these GWCHECK files are different and provides different kinds of data for the reports. These three log

files are:

gwaudit.log - GWCHECK Audit report

User Name

Post Office Name
UserDB file

Last Active date/time
Inactive Days

License Type

YV V.V V V V

gwstats.log - GWCHECK Expire statistics

User Name

Post Office Name
Full Name
Mailbox Size

Last DRN

User MSG file
Data Records
Deleted Records
Setup Records
Record Bytes

VV VY VYV V VY YV V VY

Redline 4

mbstats.log - GWCHECK Mailbox statistics

© 2012 GWAVA Inc.

VV Y VY VYV VY VVVY VY VY VY VYV VVYVVYVYVYVY

User Name

Post Office Name
Full Name

UserDB file

Last Active date/time
License Type
Messages Total
Messages InBox
Messages OutBox
Messages Basket

# of Mails

# of Notes

# of Tasks

# of Appointments

# of Phone Messages
# of Profiles

# of Attachments

# of Search folders
Mailbox Size

Last DRN

Data Records

Record Bytes

Max. Mailbox Size
Mailbox Size Threshold
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Creating the GWCHECK events

To create the reports, load Console One and open
the POA properties. Go to the
GroupWise/Scheduled Events tab. Three different
jobs must be created, each under a collective entry
of Redline Tasks.

If the Redline Tasks option doesn't already exist,

click Create, and enter Name, Event Type, and

[y er—]

N _Paecptons._| _ o | cw | e | e |

Trigger information exactly as shown below. This

instructs the GroupWise POA to generate these
three log files once per day at 12:30 AM. We recommend a daily run of these Redline Tasks.

> Note - Until these GWCHECK run, many reports will be not be populated with data.
> Note - Do not use an Interval in GWCHECK - this feature is problematic.

When returning to this screen after configuring the GWCHECK options, ensure the checkbox next to
Redline Tasks is enabled.

When creating Redline Tasks, a Default M edi scheduledEvent 0 K|
Maintenance task may appear in the Actions N [Redine Tesks
frame. It should be left unselected. Event Type: [MailoxLinrary Maintenance =
~Trigger
Individual GWCheck actions — Audit Report, GW  Weekday
Stats, and MB Stats, must also be created. See & Daily Time: [12:3080]
the next section for specifics. ik
rAction
Note - Remember to make sure all of the W Audt Create |
GWCHECK actions are enabled (the checkbox is :; 23;38”:;;0“ N MARIaNER e HoRS
selected) — when first created. These are ¥ MB stats oeiete |
disabled by default.
Check the Results tab while creating each of the
three GWCHECK actions. Make sure that Logfile ok | cance Help
Results are NOT sent via e-mail to the

Administrator. Otherwise the data is not stored to disk, and Redline has no access to it.

> Each GWCHECK action requires verbose logging to be enabled.
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Audit Report (GWAUDIT.LOG)

>
>
>

For the name, type in gwaudit

Change the Action to Audit Report

Click the Logging tab and enter
gwaudit.log Check the box for Verbose
logging

Click the Results tab and make sure that
nothing is checked

Click OK to confirm your changes or
Cancel to leave your settings unchanged

Mailbox Statistics (GWSTATS.LOG)

>
>
>

Redline 4

For the name, type gwstats

Change the Action to Mailbox Statistics
Click the Logging tab and enter
gwstats.log Check the box for Verbose
logging

Click the Results tab and make sure that
nothing is checked

Click OK to confirm your changes or
Cancel to leave your settings unchanged

© 2012 GWAVA Inc.

Scheduled Event Action @

Matre: |Aud'rt Repart

Action:  [sui Repo% [=]

Showy accounts without activity for previous

Wi‘ days

Detebases Logaing | Resuts | isc |

gpwvaudit log

v werboze logging

Log File:

I8 scheduled Event Action @

Name: |GW Stats | K |

Action:  |siloox Statistics [=]
Cancel

(¥ Mailhox Statistics 4
Box limit 500 i‘ tems

" Expire Statistics
r [ o0 &
r ]—Qﬂ
r [ 1000 4
r [ 5000 4
-

Incluce

™

™

™

™

™

Help

Databases  Logging l Results] Misc] Exclude]

gwvatats log

¥ “Yerbosze logaing

Lo File:
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Scheduled Event Action @

Mailbox analysis (MBSTATS.LOG)

Mame: [ME Stats [k
> For the name, type in mbstats actiors [efbox Statstics B o
> Change the Action to Mailbox Statistics © Weilhox Sltistics o |
> Click the radio button for Expire Statistics . Ewm’;ﬂ —= |
> Click the Logging tab and enter mbstats.log Check | & s st (o0 2ler
the box for Verbose logging ¥ Downlondedems oderthan | 30 3] days
> Click the Results tab and make sure that nothing is| st (1o 3

™ Reduce mailbox to A000 : KE
checked 3

I™ Reduce mailkox to limited size

> Click OK to confirm your changes or Cancel to inciude
. [V Received itets
leave your settings unchanged 7 oot

[V Sent items
[ Calendar tems

From the Redline Control Center, go to the System View and Fz:::“d::m

pick the Redline Agent which will monitor the Post Office | Ve | e e [ B
Agent. Specify the IP Address, Port, Username and Password. Logfe. [mestetsiog

In Addition to that it is possible to run a regular SOAP i Vease o
connection test on the Post Office. The Redline agent will try
to connect to the SOAP port every 2 minutes, and generates a

report if this is not possible.

REdIine 4 @ adminGuide @ instaliGuide ¥ Logout
m Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage

Redline Agent: RLAgent-redline4, version: 4.0.0 {1018), Plstform: Linux 3.0.13-0.27-pse, Uptime: 0d 8h 10m

!
P @ Host

P @ Rediine Agent Agent Information
} § Redine Database Description Value

Global Unique ID {GUID) 2

& Monitored Agents

Type Desaription Unique ID ‘gent Name Status HTTF IF Address HTTF IF Fort = action
ST Hast a = enabled = = = g 4

&¢ Add or Edit Monitored Agent

Agent Type: GW Post Office Agent -
Status Ensbled

HTTP Address

HTTF Fort:

HTTF Usename:

HTTP Password:

Use SSL: Yes

Agent Name:

Agent Name Suffix

. Connection Test
The POA will be checked against the SOAP port and a login/logout to the defined account will be dene.
Address

Fort:

Username:

Password:

D OK

After 2-3 minutes, a message should appear on the Redline Agent that the POA agent has been
registered to the Control Center and the GroupWise Post Office shows up in the Control Center.
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GroupWise WebAccess Agent

Begin by writing down the IP address for this
component. Record this information on your
worksheet. Open the WebAccess object in
ConsoleOne, and go to the
GroupWise/Network Address tab.

Ensure SSL is disabled and that the HTTP port is
assigned (the default is 7211). This port should
be noted in the work sheet as well.

Next, select the GroupWise/Optional Gateway
Settings tab.

Assign a HTTP username and password. This

should not be the same as a valid eDirectory

account. Include this information in the work
sheet as well.

Select the GroupWise Identification tab. SNMP
is automatically enabled for the WebAccess,

but you should assign a community name here
(other than public or blank, which present
security risks).

Click OK to save your settings. Wait one minute
for the GroupWise configuration to propagate.
Test in a browser by typing
http.//ipaddress:httpPort

For example if the WebAccess agent were
running on a server with an IP address of
192.168.2.3, and an HTTP port of 7211,
http://192.168.2.3:7211

Redline 4

Properties of WEBACGS5A

WiehAoness | WebPublisher | Access Cortral v | Reattach | Post Office Licks | GroupWise  + | NDSRights = | & ]
Metwork Address

TCPIP Address:

IPX/SPY Address:

Port 5L
HTTP: 7211 2] [piscbies
7205
pisableat =

TCF:

CligrtiServer:

19218823 |
| 4

S|

o |

Page Options | cancel | sy | ke |
X
Vighcress | WebPuklisher | Access Contral v | Reettach | Post Office Links || GroupWise 1| nos Riak [4]]
Optioral Gateweay Settings

Dirsctory Sync/Exchangs: Jrine: =1l
Accourting [res |
Convert Status to Messages | =1
Outhound Stetus Level Joren =
Enable Recovery. IYes ;I

Retry Court
Retry Interval

Failed Recovery Wait:

| 10 2 ¢-s9)
| 5 2] seconcs
| 3600 2] seconds

Metwork Reattach Cammand: |
Correlation Enahlec: IYes LI
Correlation Age | 14 2] days
HTTP Seftings
HTTP Liser Name: Iadm\n
HTTP Password Set Password I
Page Options o | cancel Apply Hep |

Properties of WEBACGSA

Wihwoess | WekPublisher | Access Cortrol w | Resttach | Post Office Links |{GroupWise = || NDS Rights = | ot 1]
Identification

Dotain Gatsway:

MJIBPRIVWEBACESA,

x|

Description:

Subdirectory: I LI
Tite Zane: Jcm-08:00) Facitic Time (LS & Canads), Tiuana =1
Database Version: & =l
Platform frindaws =l
Gateweay Type: [eroustse wiehscoess =
Goteweay Alins Type: |

Foreign |0 |

ShIMP Community "Get" String: [

Page Options... o Cancel Apply Help

© 2012 GWAVA Inc.
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http://192.168.2.3:7211/

You should be prompted for the username and password just assigned. If this does not occur, recheck
the settings in ConsoleOne, and open the agent’s startup file to verify that no startup switches have

overridden this configuration. Also, try restarting the agent.

» Do not proceed until this is Working wiehsooess | WebPubliser | Access Cortrol v | Resttach | Post Office Links

Return to ConsoleOne and reopen the agent.

Go to the GroupWise/Log Settings tab, and _— :vmm
verify logging is on and set to verbose. e Log Pl Age: I
PR 02 2 koves
> Note - Some versions of
GroupWise will not write the
WebAccess logs to disk unless
the startup file (strtweb.ncf) is
edited to add /logdiskon as a
command line switch.
From the Redline Control Center, go to the
System View and pick the Redline Agent which e | T

will monitor the WebAccess Agent. Specify the IP Address, Port, Username and Password. In Addition to

that it is possible to run a regular connection test. The Redline agent will simulate logging in via a
browser and try to do a full login every 2 minutes, and reports if this isn't possible.

Red |ine 4 @ adminGuide © instaliGuide < Logout
Main JCETN Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary  Status | Settings  Alerts | Reports  Graphs | Configure  Manage
k =

P @ tost Redline Agent: RLAgent-redlined. version: 4.0.0 (1018), Platform: Linux 2.0.12-0.27-pae, Uptime: 0d &h 10m

P @ Rediine Agent Agent Information

P § Redline Database Description Value
Global Unique ID {GUID) 2
& Monitored Agents
Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Fort EE Adtion
HOST Host 3 - enabled E® 9

&¢ Add or Edit Monitored Agent

Agent Type: GW 8 WebAccess Agent -
Status Ensbled

HTTP Address

HTTF Fort:

HTTP Username:

HTTP Password:

Use SSL: Yes

Agent Name:
Agent Name Suffix
. Connection Test
The WebAcoess test will do a web based login to the defined account. Default is Port 80.
Address
Fort:
Username:

Password:

D OK

Redline 4 © 2012 GWAVA Inc.
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After 2-3 minutes, a message should appear on the Redline Agent that the WebAccess agent has been
registered to the Control Center and the GroupWise WebAccess shows up in the Control Center.

GroupWise WebAccess Application

Beside the WebAccess Agent and the Document Viewer Agent you can monitor the WebAccess
Application as well. In order to enable WebAccess Application monitoring, you need to configure the
webacc.cfg file. This file is located here:

Windows and NetWare:novell\webaccess\

Linux: /opt/novell/groupwise/webaccess/

Current File "SYS:NOVELLNWEBACCESSN\WEBACC.CFG"

HBHEREAHREAHRHRERH R AR R BN R AR AR R R R R B R R R R R AR R R RS
#t Application Administration Tool

# Inwvoked on the URL

# (e.g. http:-r-<{serverd>sgu-uebacc?action=Admin.0pen)

BHEREAEAH AN R R B H R BB RN R L AR R R R B H R R R R R R R LB RS
Adnin.WebConsole.enable=true

Enable the http server for the WebAccess
Application by editing webacc.cfg. By default,

the http interface is disabled.

Restart JAVA in order to enable the http
interface.

From the Redline Control Center, go to the
System View and pick the Redline Agent

Adnin.WebConsole
Aidmin.WebConsole
fidnin.WebConsole

.usernane=admin
.passuord=passuord
.helpPath=sgu/con/novel l suebaccesssuebconsolerhelprens

pdizpsbepe i pd e abiabiaha bR bE st et iEtititistidndadady
# Security

BHERBUHAH R R R R R R R R R R R R R
#t Specifies the amount of inactive time before the seruvlet will logout the use
# This allous the serulet to free up resource in use by inactive sessions.

-4
Ctrl+F=Find F3=Find Next Ctrl+R=Replace Esc=Exit Fi=Help

which will monitor the WebAccess Application. Specify the IP address, port, username and password.

Redline 4 @ AdminGuide @ nstaliGuide ¥ Logout
m Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary ~ Status | Settings  Alerts  Reports  Graphs | Configure  Manage
| - R
P ot O W Redline Agent: RLAgent-redline4. version: 4.0.0 (1018), Platform: Linux 3.0.12-0.27-pae. Uptime: 0d 8h 10m
P @ Redline Agent Agent Information
» § Rediine Database Description Value
Global Unique ID {GUID) 2
£ Monitored Agents
Type Desaiption Unigque ID Agent Name Status HTTF IF Address HTTF IF Fort S5L Action
HosT Host a enabled B = ¥

£ Add or Edit Menitored Agent

Agent Type, GW 8 WebAccess Appl. -
Status Enabled
HTTP Address
HTTF Port:
HTTP Usemname:
HTTP Password:
Use SSL: Yes
Agent Mame:
Agent Name Suffix
2 0K

After 2-3 minutes, a message should appear on the Redline Agent that the WebAccess Application has

been registered to the Control Center and shows up in the Control Center.

Redline 4
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GroupWise WebAccess 2012

In GroupWise 2012, all WebAccess is monitored by the GW WebAccess 2012 option. Monitoring the

GroupWise 2012 agent and application requires the same ConsoleOne settings as required for

GroupWise 8.

Red |ine 4 @ AdminGuide @ installGuide ¥ Logout
main BEEH Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary | Status  Settings | Aletts  Reports  Graphs | Configure  Manage
k =

b @ tost Redline Agent: RLAgent-redlined, vession: 4.0.0 (1016), Platform: Linux 2.0.13-0.27-pae, Uptime: 0d &h 10m

P @ Rediine Agent Agent Information

P § Redline Database Description Value
Global Unique ID {GUID) 2
& Monitored Agents
Type Desaription Unigue ID Agent Name Status HTTF IF Address HTTF IF Port EER Adtion
HoST Host 3 - enabled =&

& Add or Edit Monitored Agent
Agent Type: GW 2012 WebAccess -

Status: Enabled
HTTP Address
HTTP Port:
HTTP Username:
HTTP Password:
Use SSL: Yes
Agent Name:
Agent Name Suffix
. Connection Test
The WebAcosss test will do & web based login to the defined account. Default is Port 80
Address
Fort:
Usemname:

Fassword:

@ OK

Redline 4 © 2012 GWAVA Inc.
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GWAVA 4x / 5x / 6X

GWAVA 4 and higher are entirely web based and all that is necessary is to create an administrator

account for Redline. Log into the web interface, go to System Management/Administrator accounts and

specify the new username and password.

GWAVA #

| Home Pages

‘{7 User Accounts

¥ Welcome
A Quarantine manager
@ Documentation

Login Name
Password

Confirm Password

Save Changes H h%-

redline

Add Mew Administrator |

|:‘.= Bookmarks
,7 S e ohEn redline Set Password Preferences “
| Admin Set Password Preferences b4
= [fy System management - -
L& Adminisirator accounts
(# System information
< Default s=ttings
@ i Servers
# & Advanced
From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor
the GWAVA agent. Specify the IP address, port, username and password. GWAVA requires a username
and a password.
Redline 4 @ AdminGuide @ Install Guide ¥ Logout
Help Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
’;STEM VIEW Summary | Status  Settings | Alerts  Reports | Graphs  Configure  Manage
P @ tost { Redline Agent. RLAgent-redlined, vesion: 4.0.0 (1016), Platform: Linux 3.0.13-0.27-pae, Uptime: 0d &h 10m
P @ Rediine Agent Agent Information
P § Redine Database Description Ve
Global Unique ID (GUID) 2
& Monitored Agents
Type Desaiption Unique ID Agent Name Status HTTP IP Address HTTP IP Port SSL Action
HoST Host 3 enabled 4
8¢ Add or Edit Monitored Agent
Agent Type: GWAVA -
Status [ enssled
HTTF Address:
HTTP Port:
HTTF Username:
HTTP Password:
Use SS5L: |:| Yes
Agent Name:
Agent Name Suffix:
& oK
After 2-3 minutes, a message should appear on the Redline Agent that the GWAVA agent has been
registered to the Control Center and shows up in the Control Center.
Redline 4 © 2012 GWAVA Inc. 60



GWAVA Reload

GWAVA Reload is a tool for backing up, and accessing multiple data sets of your post offices on
NetWare, Linux, and Windows. GWAVA Reload creates ‘Hot Backups’ that can be accessible to a
GroupWise client within minutes.

To configure Reload to operate with Redline, administrators should know the IP address and port of the
GWAVA Reload server's HTTP/HTTPS monitoring port. GWAVA Reload has everything you need for
Redline automatically available, and you don't need to configure anything in GWAVA Reload.

For full monitoring capabilities and reports, you need to run a Redline Agent on the reload box, because
it needs access to some log files.

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor
the GWAVA Reload Agent. Specify IP address and port of your GWAVA Reload server. Username and
password only are utilized if Reload has been configured to require authentication for the web user
interface.

Redline 4 @ adminGuide @ installGuide ¥ Logout
m Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary | Status  Settings | Aletts  Reports | Graphs | Configure  Manage
| - R
P Host O & E Redline Agent: RLAgent-redlined. version: 4.0.0 (1018), Platform: Linux 2.0.12-0.27-pae. Uptime: 0d 8h 10m
P @ Rediine Agent Agent Information
» § Rediine Database Description Value
Global Unique ID {GUID) 2
& Monitored Agents
Type Desaiption Unique ID Agent Name Status HTTF IF Address HTTF IF Fort B Adtion
HOST Host 3 = enabled - s s =&

2 Add or Edit Monitored Agent

Agent Type: Reload -
Status Enabled
HTTP Address
HTTF Port:
HTTP Username:
HTTP Password:
Use SSL: Yes
Agent Name:
Agent Name Suffix
2 0K

After 2-3 minutes, a message should appear on the Redline Agent that the Reload agent has been
registered to the Control Center and shows up in the Control Center.
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GWAVA Retain

Retain is a new archiving solution for GroupWise, which is based on two components: Retain Server and
Retain Worker. Both components can be monitored with Redline, and all you need to do is enable
monitoring in Redline.

Because of the fact that Retain is a Java application and uses Tomcat for the web interface, you need to
use port 48080 for monitoring. Specify IP address, port, username and password.

Redline 4 ® AdminGuide @ instaGuide ¥ Logout

Ha Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage

Redline Agent: RLAgent-redline4, vesion: 4.0.0 (1016), Platform: Linux 2.0.12-0.27-pae, Uptime: 0d 8h 10m

&
P @ Host O

P @ Rediine Agent Agent Information
} § Redine Database Description
Global Unique ID {GUID) 2

& Monitored Agents

Type Desaiption Unique ID Agent Name Status HTTF IF Agdress HTTF IF Fart 550 action
HosT Host a B enabled B B B g 4

2 Add or Edit Monitored Agent

Agent Type: Retain Server -
Status Enabled

HTTP Address

HTTP Port:

HTTP Username:

HTTP Password:

Use SSL: Yes

Agent Name:
Agent Name Suffix

2 OK

After 2-3 minutes, a message should appear on the Redline Agent that the Retain Server or Worker has
been registered to the Control Center and shows up in the Control Center. Make sure to configure both,
Retain Server and Worker separately in Redline.
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GWAVA Reveal

Reveal is a powerful tool for examining the contents of a live GroupWise system and a Reload System.
Authorized administrators may access any mailbox without special rights. To enable auditing security,
GWAVA Reveal 1.1 or higher provides an option to produce auditing information and send it to the
Redline Control Center automatically.

GWAVA Reveal |

Decide which auditing method to use @/]

+) Use Redine for auditing. If Redline becomes unavailable, auto-fallback to textfile auditing.
" Use Redline for auditing, If Redline becomes unavailable, shutdown Reveal.
™ Use simple textfile auditing only.

Mote: If no auditing is possible, Reveal will shutdown immediatehyt

Configure Redline auditing settings Redline @/]
Redline - Complete GroupWise
Server IP address: |192.168. 10.596 Monitoring and Reporting at your
Server port: 2800 ﬁ fingertips. More information here
) . ="
Server timeout (ms): 300 =
Registration name; I ? | X
Reqistration code: I X
Configure textfile auditing settings @/]
Auditing directary: I\WWEE‘!ﬁys\tﬂp E

Maximum logfile size (kb): |1024 ﬁ
Minimum free disk space (MB): IEU ill

Mote: Make sure users have read/write access to the chosen auditing directory.

o || one |

After Redline is installed, in Reveal, go to Administration/Auditing Settings, and click the Lookup button.
Provide the path to RLCENTER.CONF file of the server running the Redline Control Center. This is
typically in /opt/beginfinite/redline/conf and should automatically populate the rest of the page.
Otherwise one must manually enter information such as the Redline Control Center IP Address and Port,
as well the Registration Name and Code for Redline.

Reveal can automatically communicate directly with the Redline Control Center. It does not need to use
a Redline Agent at all.
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Host Platform
The Host monitoring agent is added automatically on install, though if the monitored agent is ever
removed from the Redline system it can be re-added without hassle.

ONLY add the host if it is missing, or has been removed from the system.

Every host platform (Linux, NetWare, and Windows) is important for running applications on top of it. If
something is not correct with the host, the application usually can't perform as it potentially would.

CPU speed, disk space, available memory, etc. are all important parameters. Every host where a Redline
agent is running on can be monitored. In order to enable host monitoring, you only need to enable this

through the Control Center web interface:

® Install Guide £ Logout

Redline 4 © Admin Guide

Help Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage
!

P Host
» @ Rediine Agent Agent Information

P § Redline Database Description Value
Global Unique ID {GUID) 2

Monitored Agents
g

Type Desaiption Unigue ID Agent Name Status HTTF IF Address HTTF IF Port EE Adtion
HOST Host e - enabled - - - Eg 4

Redline Agent: RLAgent-redlined, version: 4.0.0 (1018), Platform: Linux 2.0.12-0.27-pae, Uptime: 0d &h 10m

2 Add or Edit Monitored Agent

Agent Type: Host -
Status [ enasied
Agent Mame:
Agent Name Suffix
D OK

After 2-3 minutes, a message should appear on the Redline Agent that the Host has been registered to
the Control Center and shows up in the Control Center.
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NotifyLink 4

NotifyLink 4 is supported in all NotifyLink builds from September 2005 onwards. The NotifyLink
Enterprise Server for GroupWise requires three components to be installed - the SQL Database, the Web
Server and the Messaging Server. The system and server requirements vary depending on the
components being installed, and whether or not they are on a single or multiple servers. Obviously, the
installation and configuration of NotifyLink systems are beyond the scope of this manual; however, in
general, the components that must be installed with a NotifyLink Enterprise Server are:

Messaging Engine
Database
Web Interface
> Device Client
Please consult the NotifyLink 4 documentation for further details.

Y V VYV

From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor
the NotifyLink Agent. Specify IP address, port, username and password of your NotifyLink server.

Redline 4 @ adminGuide © instaliGuide =¥ Logout
m Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh

SYSTEM VIEW Summary  Status  Settings  Alerts  Reports  Graphs  Configure  Manage

Redline Agent: RLAgent-redlined, version: 4.0.0 (1016), Platform: Linux 3.0.13-0.27-pae, Uptime: 0d 8h 10m

W
P @ Host O

P @ Rediine Agent Agent Information

P § Rediine Database Description Value
Global Unique ID {GUID) 2
& Monitored Agents

Type Desaliption Unique ID Agent Name: Status HTTF IF Address HTTF IF Fart B Action

HOST Host 2 B enabled B B B P 4

2 Add or Edit Monitored Agent

Agent Type MotifyLink Server A
Status Enabled

HTTP Address

HTTP Port:

HTTP Username:

HTTP Password:

Use SSL: Yes

Agent Name:

Agent Name Suffix

@ 0K

After 2-3 minutes, a message should appear on the Redline Agent that the NotifyLink server has been
registered to the Control Center and shows up in the Control Center.
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Blackberry Enterprise Server

The BlackBerry Enterprise Server components can be installed on one server, or on multiple servers.
Obviously, the installation and configuration of BlackBerry servers and clients are beyond the scope of
this manual; some basic GroupWise requirements for BES are:

GroupWise Requirements

> Novell GroupWise system version 6.5 SP1 or later for post offices containing BlackBerry
users. The GroupWise system must be installed on a computer different than the computer
running the BlackBerry Enterprise Server.

> Atrusted application key is generated to enable communication between the BlackBerry
Enterprise Server and the primary domain of the GroupWise system. The trusted application
key is used by subsequent secondary domains. If there are multiple BlackBerry Enterprise
Servers in a BlackBerry Domain, each BlackBerry Enterprise Server uses the same trusted
application key to access GroupWise.

> The trusted application key must be provided during the BlackBerry Enterprise Server
installation. If a new trusted application key is generated after installing the BlackBerry
Enterprise Server, update the BlackBerry Enterprise Server configuration with the new key.

Configuring Blackberry Enterprise Server Blackberry Serer COIGEENN, 2l
. BlackBerr Server Configuration Panel ::':
In the Windows Control Panel, select the BlackBerry BlackBerry.
Server Conﬁguration pa nel. Note the Logs directory Groupwize Settings | MobleDataSemice | Attachment Server |
[atabase Connectivity BlackBermy Server Logging BlackBermy Router
h tthet This is the location that th ! |
snown a e top. IS IS The location that must be
SpeCified as the PATH pa rameter in Red“ne IFiIes\Hesearch I Motion'BlackBery Enterprise ServeriLogs' Browsze... |

I Log file: prefis ¥ Create daily log folder

Leave Log File Prefix blank, and ensure the Create Daily  BlackBery Servics Log Seing

Log Folders checkbox is enabled [ = ]
Service Mame | Setting | -
. . A BlackBemy Attachment Service
Scroll through the BlackBerry Service Log Settings and 43¢ Debug log dentiie: ey —
. . ¥ ily file:
set the various services as follows: M e
ebug log lewvel: 4
43 Diebug log size [MB]: 1]
. ope ¥ Debug log auto-rall: yes
> Debug log identifier -Leave unchanged 1 Dobug log masinum daip flo age: 14
> Debug |0g da||y file - Yes B BlackBeny Attachment Conversion
Abe [ebug log identifier: ACHY
> Debugloglevel -4 % Dibug log dail fle: yes
H - Ho. H 43 Diebug log lewvel: 4
> Debug Log Size (MB) - 0 (unlimited size) £33 Detusyiog sa M .
> Debug log auto-roll - Yes ¥ Debuglog sutorcl yes r
> Debug log maximum daily file age - 7-14
days (0 keeps logs forever) [0k ] Concel |  tooy |

Reboot the BES server. The log file settings take effect only after reboot, or after restarting all BlackBerry
services.
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From the Redline Control Center, go to the System View and pick the Redline Agent which will monitor

the Blackberry Enterprise Server. Specify the path to the log folder.

Red |ine 4 ® adminGuide @ instalGuide ¥ Logout
Main JEETY Dashboard Alerts System View Reports Tracking Configure Favorites Auto Refresh
SYSTEM VIEW Summary | Status  Settings | Aletts  Reports | Graphs | Configure  Manage
k =

b @ tost Redline Agent: RLAgent-redlined, vession: 4.0.0 (1016), Platform: Linux 2.0.13-0.27-pae, Uptime: 0d &h 10m

P @ Rediine Agent Agent Information

P § Redline Database Description Value
Global Unique ID {GUID) 2
& Monitored Agents
Type Desaription Unigue ID Agent Name Status HTTF IF Address HTTF IF Port EER Adtion
HoST Host 3 - enabled Il 4

&¢ Add or Edit Monitored Agent

Agent Type: RIM BlackBerry Server -
Status Ensbled

Agent Path

Agent Name:

Agent Name Suffix

@ COK

After 2-3 minutes, a message should appear on the Redline Agent that the Blackberry Enterprise server

has been registered to the Control Center and shows up in the Control Center.
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Vertigo
Redline monitoring in Vertigo is accomplished without any Redline agent. Vertigo reports and connects
directly to Redline. All configuration required for Vertigo monitoring is contained inside Vertigo.

Settings|

To configure Vertigo to connect to Redline:
» Start Vertigo and connect to the GroupWise system.
» Select 'Auditing' from the 'Settings' menu. —> |
» From the 'Configure Auditing' menu, select the desired one
of the two options:
1. Use Redline for Auditing. If unavailable, auto fall-back to
text auditing.
2. Use Redline for Auditing. If unavailable, shutdown Vertigo.

ik Debugging 3
Send logfiles to GWAVA Support
Auditing

Single UserMode

Multi-User Mode

Show Distribution Lists

Show External Entities

Show Resources

Show Users
> Enter the IP address or Wy X]
host name of the Redline = Configure audiin
Serve T
» Select the port that the D2 which ouditing method o use
Control Center is currently Qs sine ot s, i bk el i
listening On (efault POrt | | Cuesmpe e suosing o tarmestase, mussorm vertze
6900) CINo Auditing
» Specify the timeout, set in o Redine g et
number of seconds (300 is | | sereronsraneorp saaress:
default and recommended) | | ™7™ -
» The registration must
match the registration ]
code and company name | .
configured in Redline.
(The registration code and
name is used by the
Control Center to
communicate with
agents.) o Cancel

The registration may be configured in two different methods: automatic, or manual. If manual: input
the registration code and company name, leaving the registration details blank. If automatic: upload the
ricenter.conf file from the Control Center by using the browse button on the 'registration details' line.
The correct information will be added automatically.

After filling out registration, Vertigo will register and appear in Redline automatically.

Redline 4 © 2012 GWAVA Inc. 68



Appendix

POSIX, UNC, and NetWare Paths

There are four common file path formats that Redline uses.

>

>
>

>

UNC (Universal Naming Convention) is used commonly on Windows and occasionally on NetWare. An
Example of UNC is \\servername\volumename\path

Mapped Drive format is used exclusively on Windows. An example is driveletter:\path1\path2
NetWare path format is used exclusively on NetWare. An Example is volumename:\path1\path2, or
server/volume:\path1\path2

POSIX is used on Linux, but also is used on NetWare by Redline. A POSIX example is /path1/path2

Although Redline gathers the majority of its information via HTTP (and thus is file system independent),

there are several circumstances when file paths must be specified (and hence the specific format used is

important):

>

>

>

The RLAGENT and RLCENTER configuration files specify directory paths for internal Redline directories
such as the Database or Reports locations.

The RLAGENT file may contain PATH specifications for integrated components such as BES, Guinevere,
and the API Gateway that do not have HTTP servers.

Behind the scenes, Redline gathers log file information from many agents. These log files must be
located in an accessible location.

On Linux and Windows systems, the rules are fairly straightforward:

>

>

For Linux boxes, all paths must be POSIX format. UNC, mapped drive, or NetWare paths will not
function. When first installed, all your paths will be in POSIX, and you must keep them that way.
For Windows, you may use either mapped drive or UNC format. POSIX, NetWare paths will not
function correctly. When first installed, all your paths will be in mapped drive format, and you may
alter them between mapped drive and UNC as desired.

On NetWare the situation is a bit more complicated. As long as Redline is installed in its default location,

and all of the component agents are on the SYS volume, all should work perfectly. Otherwise:

>

Redline 4

Regarding issue 1, if you actually need to change these paths (and in normal operation, even when
moving Redline to another volume, this is not needed), POSIX format is required. See below for the
POSIX and NetWare path discussion

Regarding issue 2: POSIX, NetWare, and UNC paths are all accepted in the PATH section. Hence, it is
recommended that you use NetWare or UNC paths, and avoid the POSIX path issues described below
Regarding issue 3: Redline will automatically deal with NetWare Log File paths read from the HTTP
server and convert them to POSIX format internally, creating mount points as needed (under
sys:\mnt\posix\volumename). So, no extra configuration is normally needed. If you really want to
understand more about mount points, read on.
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NetWare and POSIX Path Conversion

Consider a standard Netware server, named MJBSERVER, with 2 volumes, SYS and DATAL. Now let’s take
the example of GroupWise being installed on this server, first on the SYS volume and then the DATA1
volume. For simplicity, we’ll assume the GroupWise agents are all installed under a directory right off
the root of the volume named GRPWISE.

Start with the GRPWISE directory on SYS, the Netware path is volume:\path, so in this case it is the
straightforward SYS:\GRPWISE. POSIX format is /path1/path2. In this case it is simply /grpwise. The only
change is to eliminate the volume name and changed to forward slashes.

Other examples of path conversions on SYS would be SYS:\system vs. /system, or SYS:\novell\webacc vs.
/novell/webacc. It may be clear that an issue will arise shortly: namely that POSIX paths don’t include
volume names.

Let us move the GroupWise system to the volume DATA1

The NetWare path will still be straightforward. It will be DATA1:\grpwise. But what is the POSIX path?
The way that Novell solved this problem was to allow users and programs to provide a “mapping”
between POSIX paths and Netware volumes. More specifically, there is a file (which doesn’t exist by
default) in SYS:\ETC called PATHTAB which contains entries such as: POSIXPath<space>NetwarePath

You may specify as many as you wish, using any text editor you please. So the first thing an
administrator might do is create an entry like this: /mygw<space>DATA:\

One might then expect that | could use /mygw/grpwise to refer in POSIX format to DATA1:\grpwise.
Similarly if another directory was off the root of DATA1 called EXAMPLE. | could refer to in NetWare
format as DATA1:\example and in POSIX as /mygw/example

There is one complication, that isn’t so obvious: NetWare is really using a “mount point” to represent
the NetWare volume. The “mount point” must always exist on SYS, and can be more or less arbitrarily
named (but shouldn’t collide with other directories on SYS)

This is a roundabout way of saying that whatever POSIX path specified in PATHTAB must have a
corresponding directory structure on SYS. Let’s take another step-by-step example.

> Create a POSIX path, and | have a directory named ANOTHEREXAMPLE off my GOOGLE
volume. The NetWare path would be GOOGLE:\ANOTHEREXAMPLE
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>

Y

Open SYS:\etc\pathtab, and add a mount point. Remember that | can name it how | want. In
this case I’'m going to decide that | want a POSIX path of /mnt/myothervol/anotherexample
in the end.

Add: /mnt/myothervol<space>GOOGLE:\

I'll save PATHTAB, and then | will create off SYS the following: SYS:\mnt, SYS:\mnt\othervol.
Their contents do not matter. A POSIX compliant program should now be able to use
/mnt/myothervol/example and be redirected to GOOGLE:\anotherexample.

How is this relevant to Redline?

>

Redline 4

If you must change the internal configuration paths of Redline, they must be valid POSIX
paths, constructed as above. If you have integrations that use the PATH entry in
RLAGENT.CONF, and for some reason WANT to use POSIX, you can, but you must follow
these guidelines.

Redline handles the issue of log files transparently. All it does is create mount points named
sys:\mnt\posix\volume name and create a PATHTAB entry for you. This is done behind the
scenes, so normally you don’t need to worry about it.
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Installation Worksheet
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